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Up to $4,351,553.08 of Preferred Class B Shares 

Minimum Investment Amount: $400 
 

 
VenHub Global, , Inc. (“the Company,” “we,” or “us”), is offering up to $4,351,553.08 worth of Preferred Class B 
Shares (the “Offering”) pursuant to this Amended Form C. The minimum target amount under this Regulation CF 
offering is $10,000 (the “Target Amount”), which the Company has met as of December 31, 2024. The offering may 
continue through April 30, 2026 (the “Target Date”).  
 
The Offering is being made through Jumpstart Micro, Inc. d.b.a. Issuance Express (the "Intermediary"). The 
Intermediary will be entitled to receive fees related to the purchase and sale of the Securities. The rights and 
obligations of any Purchasers of the Securities must complete the purchase process through the Intermediary. All 
committed funds will be held in escrow facilitated by North Capital Private Securities Corporation (the “Escrow 
Facilitator”) until the Target Offering Amount has been met or exceeded and one or more closings occur. You may 
cancel an investment commitment until up to 48 hours prior to the Target Date, or such earlier time as the 
Company designates, pursuant to Regulation CF, using the cancellation mechanism provided by the Intermediary. 
The Intermediary has the ability to reject any investment commitment and may cancel or rescind the Company’s 
offer to sell the Offered Shares at any time for any reason. 
 
A crowdfunding investment involves risk. You should not invest any funds in this offering unless you can afford 
to lose your entire investment. 
 
In making an investment decision, investors must rely on their own examination of the issuer and the terms of 
the offering, including the merits and risks involved. These securities have not been recommended or approved 
by any federal or state securities commission or regulatory authority. Furthermore, these authorities have not 
passed upon the accuracy or adequacy of this document. 
 
The U.S. Securities and Exchange Commission does not pass upon the merits of any securities offered or the 
terms of the offering, nor does it pass upon the accuracy or completeness of any offering document or 
literature. 
 
These securities are offered under an exemption from registration; however, the U.S. Securities and Exchange 
Commission has not made an independent determination that these securities are exempt from registration. 
This disclosure document contains forward-looking statements and information relating to, among other things, 
the Company, its business plan and strategy, and its industry. These forward-looking statements are based on 
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the beliefs of, assumptions made by, and information currently available to the Company’s management. When 
used in this disclosure document and the Company offering materials, the words “estimate”, “project”, 
“believe”, “anticipate”, “intend”, “expect”, and similar expressions are intended to identify forward-looking 
statements. These statements reflect management’s current views with respect to future events and are subject 
to risks and uncertainties that could cause the Company’s action results to differ materially from those 
contained in the forward-looking statements. Investors are cautioned not to place undue reliance on these 
forward-looking statements to reflect events or circumstances after such state or to reflect the occurrence of 
unanticipated events. 
 
In the event that we become a reporting company under the Securities Exchange Act of 1934, we intend to take 
advantage of the provisions that relate to “Emerging Growth Companies” under the JOBS Act of 2012, including 
electing to delay compliance with certain new and revised accounting standards under the Sarbanes-Oxley Act of 
2002.  
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SECURITIES BEING OFFERED, PERK, AND RIGHTS OF THE SECURITIES OF THE COMPANY 
 
The following descriptions summarize important terms of our capital stock. This summary reflects VenHub Global, ' 
Certificate of Incorporation and does not purport to be complete and is qualified in its entirety by the Certificate of 
Incorporation and its Bylaws. For a complete description of the Company’s capital stock, you should refer to our 
Certificate of Incorporation and our Bylaws and applicable provisions of the Wyoming General Corporation Law. 
 
General  
 
The Company’s authorized securities consist of 100,000,000 shares of common stock, of which, as of December 31, 
2024, 26,500,959 shares are issued and outstanding. The Company also has 100,000 Preferred Class A shares, of 
which 100,000 shares are issued and outstanding. In this offering the Company is selling shares of its Preferred 
Class B shares at a per share price of $9.94, subject to discounts available as perks, increasing the number of shares 
that may be issued, up until an amount of shares resulting in investments of $4,351,563. It has authorized 
20,000,000 Preferred Class B shares, with 593,742 shares issued and outstanding as of December 31, 2024. 
  
Unlike Common shares and Preferred Class A shares, Preferred Class B shares do not have voting rights. Common 
stock has 1 vote per share, and Preferred Class A has 2,000 votes per 1 share. 
 
Additionally, Preferred Class A stock may convert 1:379.35029 (1 Class A Preferred stock equals 379.35029 
Common Stock) at the discretion of the Preferred Class A shareholders. Preferred Class B Shares may convert 1:1 (1 
Preferred Class B stock equals 1 Common Stock) at the discretion of the Board of Directors. 
 
Perks 
 
Certain investors in this offering are eligible for discounts on the purchase price of the Preferred Class B Shares, 
which effectively gives them a discount on their investment. The time-based perks will be offered during the 
course of the offering in line with the schedule below: 
 
 

Discount Bonus Start Date Bonus Finish Date Price Per Share Effective Discounted Price 

30% April 29, 2024 May 9, 2024 $9.94 $6.95  

25% May 10, 2024 May 23, 2024 $9.94  $7.45  

20% May 24, 2024  June 4, 2024 $9.94  $7.95  

15% June 5, 2024 June 18, 2024 $9.94  $8.45  

13% June 19, 2024 July 1, 2024 $9.94  $8.65  

10% July 2, 2024 July 15, 2024 $9.94  $8.94  

8% July 16, 2024 July 29, 2024 $9.94                                       $9.14 

6% July 30, 2024 August 13, 2024 $9.94                                       $9.34 

4% August 14, 2024 August 27, 2024 $9.94                                       $9.54 
 
 
What it Means to be a Minority Holder 
 
As an investor in the Preferred Class B Shares of the Company, you will not have any rights in regard to the 
corporate actions of the Company, including additional issuances of securities, company repurchases of securities, 
a sale of the Company or its significant assets, or company transactions with related parties.  
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Transferability of securities 
 
For a year, the securities can only be resold: 

● In an IPO or other public offering registered with the SEC; 
● To the Company; 
● To an accredited investor; and 
● To a member of the family of the purchaser or the equivalent, to a trust controlled by the purchaser, 

to a trust created for the benefit of a member of the family of the purchaser or the equivalent, or in 
connection with the death or divorce of the purchaser or other similar circumstance. 

 
Transfer Agent 
 
The Company has selected VStock Transfer LLC, an SEC-registered securities transfer agent, to act as its transfer 
agent. They will be responsible for keeping track of who owns the Company’s securities. 
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THE COMPANY AND ITS BUSINESS 
 
Overview 
 
VenHub Global, Inc. (“VenHub” or the “Company”) was incorporated in the state of Wyoming on January 31, 2023 
as “Autonomous Solutions, Inc.” and domiciled in Delaware with the name VenHub Global, Inc. on August 15, 2024. 

Vision Statement 
 
To become a global leader in autonomous retail solutions, revolutionizing the shopping experience through cutting-
edge innovation, advanced technology, and a commitment to sustainability. 
 
Mission Statement 
 
To deliver a seamless, efficient, and accessible shopping experience for consumers, while equipping retail partners 
with scalable, cost-effective solutions that address the evolving demands of today's dynamic marketplace.  
 

VenHub Global, Inc. 

The Company is developing “VenHub” as its flagship brand, aiming to revolutionize the retail landscape by blending 
the smart of traditional stores with the efficiency of cutting-edge robotics. VenHub’s technology is designed to 
deliver a fully autonomous shopping experience that operates 24/7, providing consumers with seamless access to 
products at any time, with just a few taps on their smartphones or online device. 

By utilizing advanced sensors, artificial intelligence (AI), and robotics, VenHub plans to ensure a smooth and 
personalized experience from start to finish. Customers can scan, purchase, bag, and receive their products, all 
facilitated by robots that operate with precision and efficiency. VenHub’s AI-driven algorithms will track customer 
preferences, enabling stores to offer personalized product selections tailored to individual tastes and shopping 
habits. 

For store owners, VenHub is designed to materially eliminate the need for a traditional workforce, leading to 
significant savings on labor costs and unlocking the potential for increased profitability. By leveraging a combination 
of AI, sensors, and robotics, VenHub plans to offer not just a shopping solution, but an entirely new way to 
experience retail—automated, intuitive, and personalized. 

VenHub is strategically positioned to transform everyday shopping, with a vision of creating a world where the 
shopping experience is effortless, highly convenient, and accessible to all. 

Corporate Structure 

VenHub operates through three wholly owned subsidiaries: VenHub, LLC, VenHub Services, LLC, and VenHub IP, LLC. 
Each subsidiary, incorporated as a Delaware limited liability Company in September 19, 2024, is designed to focus 
on specific operational areas of the Company. Prior to their formation, all business activities were consolidated under 
VenHub Global, Inc. 

VenHub, LLC 

VenHub, LLC, a wholly owned subsidiary of VenHub Global, Inc., oversees and/or manages the end-to-end sourcing, 
assembly, and distribution of the VenHub Smart Stores. The subsidiary manages the procurement of high-quality 
components and materials, ensuring that each Smart Store is built to the highest standards of craftsmanship and 
reliability. VenHub, LLC oversees and/or manages the entire assembly process, ensuring that every Smart Store 
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meets the rigorous quality expectations set by the Company. Additionally, VenHub, LLC is responsible for the sales, 
installation, and seamless integration of the Smart Stores for the Company’s clients. 

VenHub Services, LLC 

VenHub Services, LLC, another subsidiary of VenHub Global, Inc., focuses on delivering comprehensive software and 
operational support for the VenHub Smart Stores. It provides Software as a Service (SaaS) solutions that power the 
Smart Stores, ensuring seamless customer access to the technology. VenHub Services, LLC also manages the licensing 
of this software, offering the necessary tools for clients to optimize their store operations. Additionally, the 
subsidiary provides ongoing software support, maintenance, and operational assistance to guarantee uninterrupted 
functionality and maximum efficiency for its Smart Store users. 

VenHub IP, LLC 

VenHub IP, LLC plays a pivotal role in managing the intellectual property portfolio that supports the innovative 
technology behind the VenHub Smart Stores. This subsidiary is responsible for licensing its proprietary intellectual 
assets, including patents, trademarks, and other innovations, to both VenHub, LLC and VenHub Services, LLC. By 
centralizing the ownership and management of VenHub’s intellectual property, VenHub IP, LLC ensures the 
protection and continued enhancement of the Company’s competitive advantage across its product and service 
offerings. 

The operations of all three subsidiaries are and will be closely coordinated, ensuring an integrated and streamlined 
approach to delivering VenHub’s cutting-edge autonomous retail solutions.  As the Company develops additional 
product offerings and services and expands, additional subsidiaries may be developed or established to optimize 
growth to address other corporate requirements. 

Business Overview 

VenHub is at the forefront of revolutionizing the retail landscape through the development of fully autonomous, 
technology-driven Smart Stores. The Company is dedicated to integrating advanced robotics and AI into our product 
offerings to create seamless, efficient, and user-friendly retail experiences. Our development process has been 
meticulously crafted to meet the growing demand for automation and personalized customer experiences in the 
retail industry. 

Market Opportunity 

VenHub’s revolutionary Smart Stores are poised to redefine the convenience store industry by leveraging cutting-
edge automation, artificial intelligence (AI), and innovative design. According to research from Markets and Markets, 
the global retail automation market, valued at $27.6 billion in 2024, is projected to grow to $44.3 billion by 2029, 
representing a compound annual growth rate (CAGR) of approximately 10%. This growth reflects increasing retailer 
demand for efficient, automated solutions to streamline operations, enhance customer experiences, and address 
labor shortages. VenHub’s advanced technology aligns perfectly with this trajectory, offering seamless, automated 
retail experiences. 

Based on data from Research and Markets, the unmanned convenience store market is expected to expand 
dramatically, from $67.0 million in 2019 to $1.6 billion by 2027, at a remarkable CAGR of approximately 52%. This 
explosive growth underscores a shift in consumer preferences toward autonomous, contactless shopping 
experiences powered by AI and robotics. VenHub’s Smart Stores, equipped with self-operational systems and 
autonomous product management, cater directly to this demand, positioning the Company as a leader in this 
burgeoning market. 
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In recent years, retail theft has escalated to historic levels, with shrinkage reaching $112.1 billion in 2022, a 
significant increase from $93.9 billion in 2021, according to the National Retail Security Survey (2023). This persistent 
issue highlights the inadequacies of traditional retail security solutions. VenHub’s AI-powered security systems, 
biometric verification, and automated inventory tracking provide a comprehensive solution to combat theft and 
reduce shrinkage, offering substantial cost savings for retailers. 

The retail industry is undergoing a seismic shift toward automation and AI integration. According to a report 
from Verizon News Center (March 2023), up to 70% of routine store tasks are expected to be automated by 2025, 
while Servion projects that 95% of customer interactions will be powered by AI by the same year. VenHub’s Smart 
Stores are designed to meet these technological demands, featuring advanced capabilities such as smart inventory 
systems, personalized customer engagement, and autonomous maintenance. 

The global convenience store market, comprising approximately 152,000 U.S. stores (as per NACS data, December 
31, 2023) and 1 million globally (Convenience Store News, January 2023), was valued at $2.1 trillion in 2021 and is 
projected to grow to $3.1 trillion by 2028, representing a CAGR of approximately 6%, according to Grand View 
Research. VenHub’s modular and mobile Smart Store format provides a scalable solution to capture market share in 
this vast industry, serving both urban hubs and underserved regions. By addressing critical challenges and aligning 
with transformative industry trends, VenHub is uniquely positioned to capitalize on the opportunities in the evolving 
retail landscape. 

Potential Levers for Future Growth 

Even with the more than 1,000 pre orders from potential store owners, the Company has various other strategic 
opportunities to position VenHub for sustainable growth.  Strategic initiatives are currently underway pertaining to 
geographic expansion, strategic partnerships, increased penetration of partners, the expansion of store formats, the 
expansion of product types, utilizing larger store footprints, and incorporating enhanced technology applications. 

Geographic Expansion. Based on the initial interest in pre orders from store owners primarily located in the United 
States, and knowing this interest was generated primarily from word-of-mouth and no marketing expenditures, the 
Company believes there are numerous opportunities to expand into Europe, the Middle East and Africa, Latin 
America, and Asia.  The underlying software and technology have been designed to accommodate for various SKU 
shapes and sizes, languages, currencies, and mobile applications. 

Strategic Partnerships. The composition of the existing pre orders from potential store owners does not currently 
include any strategic corporate clients.  VenHub believes various opportunities will evolve with brand partners, 
convenience store retail partners, consumer service providers such as gas stations and EV charging stations, athletic 
stadiums, and college, university, and corporate campuses. 

Increase Penetration of Partners. As the Company scales and deploys numerous Smart Stores throughout several 
geographic markets, VenHub believes that there could be interest from a variety of local partners in their respective 
geographic regions who could assist VenHub with its geographic expansion.  Areas of focus will include expanding 
local vendor relationships, Smart Store installer training, regulatory compliance, and potential store owner 
relationships. The Company will also emphasize localized consumer preferences and adhering to regional regulatory 
compliance requirements.  VenHub will also continue to bolster collaborations with tech startups and other tech-
oriented industry participants to provide continued access to innovative technologies. 

Store Format Expansion. In addition to the existing fixed, 200 square foot Smart Store, the Company has designs for 
mobile Smart Stores and modernized retro-fit Smart Stores. Each of these store formats can potentially further 
extend VenHub’s addressable market. 
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• Mobile Smart Stores: A VenHub mobile Smart Store on wheels would offer flexible and easily 
relocatable retail solutions.  The mobile Smart Stores will have the ability to provide seamless shopping 
experiences in diverse locations including concerts, and various sporting and seasonal events. 

• Modernized Retro-Fit Smart Stores: A VenHub retro-fit Smart Store could transform existing retail 
spaces with smart, AI-powered solutions.  The retro-fit Smart Stores would provide efficiency, 
inventory management, and improved customer experiences. 

Product Type Expansion. VenHub believes there are numerous products that can be serviced by the Smart Stores 
beyond the traditional convenience store SKUs.  The Company continues to evolve its product capabilities and has 
targeted pet food, cosmetics, pharmacy, certain groceries, and packaged consumer electronics as near-term 
opportunities. 

Larger Stores. Based on the modular design of the VenHub Smart Stores, the Company currently has the capability 
to increase the footprint of the Smart Stores.  This capability provides for increased SKU capacity for store owners.  
VenHub anticipates expanding into the larger Smart Store footprints once the Company has firmly established its 
production and assembly protocols, at scale, for the exiting Smart Store footprint. 

Technology Enhancements. Designs are already underway at the Company to incorporate various technology 
enhancements.  The inclusion of autonomous mobile robots (“AMRs”) would provide the Company with the ability 
to offer larger Smart Store footprints, which would improve a store owners ability to offer more SKUs.  AMRs are 
anticipated to be used in the modernized retro-fit Smart Stores, whereby numerous shelving locations could be 
accessed.  AMRs are anticipated to have more capabilities for picking different types of retail products, which would 
not only increase the number of SKUs, but also would include higher priced SKUs when compared to traditional 
convenience store products.  VenHub is currently working on solar-powered energy alternatives, which would 
provide store owners with increased flexibility for Smart Store locations.  The Company is also evaluating 
opportunities to install robotic storage lockers for packages, which are anticipated to improve efficiencies for local 
delivery service providers. 

VenHub’s Competitive Positioning 

We believe we are one of the early leaders in providing end-to-end, fully autonomous convenience store services 
using AI robotics. Our Smart Stores are designed to operate 24 hours per day, seven days a week. With no employees 
required to operate the Smart Store, store owners avoid labor costs, which provides a significant competitive 
advantage, particularly in a market where labor costs have historically increased. 

Our Smart Stores are engineered with industry-leading security features, including bulletproof glass, steel doors with 
padlock and electric locks, robust access control systems, and 24/7 monitoring with real-time alerts via the store 
owner app interface. Each store includes interior and exterior sensors as well as intrusion software for the robots. 
These security measures, combined with self-service delivery windows, allow store owners to mitigate the persistent 
issue of retail shrinkage, which reached $112.1 billion in 2022 according to the National Retail Security Survey. 

Additionally, we believe our AI-enabled store owner app interface offers a comprehensive, real-time inventory 
optimization platform that is unparalleled in the convenience store industry. The platform’s data-driven insights 
optimize inventory management, improve operational efficiency, and enhance store profitability. This technology 
positions VenHub as a preferred choice for new store owners and provides a foundation for scaling our operations 
as an emerging leader in AI and robotics-enabled convenience stores. 

Competitive Landscape 

The autonomous retail, robotics, and convenience store industries are evolving rapidly, with key players driving 
innovation and market growth. Notable competitors include Amazon Go, Zippin, AiFi, and Standard AI. These 
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companies focus on varying aspects of autonomous retail, from cashierless store concepts to retrofitting existing 
retail spaces. While these players bring specific strengths, VenHub differentiates itself through a combination of 
integrated technology, flexible solutions, and operational advantages. 

1. Fully Integrated Ecosystem: Unlike competitors who specialize in isolated aspects of autonomous retail 
(e.g., checkout or robotics), VenHub provides an end-to-end solution. Our system integrates modular Smart 
Store designs, proprietary robotics, AI-driven inventory optimization, and a comprehensive store owner 
app interface. 

2. Scalability and Flexibility: 
o Modular and Mobile Store Formats: VenHub Smart Stores are adaptable to various environments, 

including fixed locations, mobile units on wheels, and retrofitted installations for existing spaces. 
This versatility broadens our addressable market, including urban hubs, rural areas, and event-
based retailing. 

o Larger Store Capabilities: Our modular design allows for seamless scaling of store size to 
accommodate increased SKU offerings and higher customer volumes. 

3. Cost Efficiency: 
o Labor Cost Elimination: Our fully autonomous model eliminates the need for in-store staff, 

significantly reducing operational expenses. 
o Energy Efficiency: Features such as solar-powered options and advanced battery backup systems 

further enhance cost savings for store owners. 
4. Advanced Security Features: VenHub’s AI-powered surveillance systems, biometric authentication, and 

comprehensive security measures address a critical pain point in retail operations: theft and shrinkage. 
These features provide robust protection and operational peace of mind. 

5. Consumer Experience Innovation: 
o Personalized Shopping Experiences: VenHub’s AI algorithms track consumer preferences, 

enabling localized inventory and tailored product offerings. 
o Seamless Order Fulfillment: The VenHub consumer app provides an intuitive interface for placing 

orders, managing payments, and scheduling pickups, integrating with popular delivery platforms 
like Grubhub and DoorDash. 

6. Strategic Cost Management for Emerging Markets: VenHub’s strategy of retrofitting facilities for mega and 
micro centers, coupled with diversified domestic and international supplier relationships, enables cost-
effective production and deployment. This approach positions VenHub to penetrate high-growth markets 
with competitive pricing. 

Market Position 

VenHub is strategically positioned as a disruptive innovator in the autonomous retail sector. While competitors like 
Amazon Go focus on high-density urban markets with resource-intensive rollouts, VenHub’s adaptable and cost-
efficient model enables expansion into underserved areas and emerging markets. By addressing the rising demand 
for contactless, AI-driven retail solutions, VenHub is uniquely equipped to capitalize on significant market growth 
opportunities, establishing itself as a leader in the next generation of autonomous retail. 

Sales and Marketing 

VenHub’s sales and marketing strategy plans are being designed to build brand awareness, attract a diverse range 
of customers, and establish the Company as a leader in the rapidly growing autonomous retail sector. The strategy 
is structured around a multi-channel approach that leverages digital marketing, influencer partnerships, public 
relations, and targeted advertising. Sales channels will include direct sales teams, partnerships with franchise 
operators, and online marketing campaigns aimed at industries such as retail, foodservice, healthcare, and 
education. 
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VenHub’s sales and marketing strategy plans are being developed to prioritize key industries such as retail 
automation, autonomous grocery stores, and smart vending solutions, which is anticipated to allow the Company to 
quickly penetrate high-demand markets. Additionally, partnerships with large retailers, municipalities, and 
educational institutions are expected to drive early adoption and customer acquisition. 

Customer Support and Service 

Exceptional customer support is critical for ensuring customer satisfaction, addressing issues, and fostering long-
term loyalty. VenHub is committed to designing and implementing a plan that will provide a world-class customer 
support through VenHub Services, LLC, including the following: 

• 24/7 Support: VenHub will offer round-the-clock customer support via chat, email, and phone, 
ensuring that any technical issues, inquiries, or feedback are addressed promptly. This always-on 
availability demonstrates VenHub’s dedication to its customers and builds trust by providing reliable, 
responsive service. 

• Self-Service Options: A robust self-service portal is being developed and will be available to customers, 
offering resources such as FAQs, troubleshooting guides, and account management tools. These 
options empower customers to resolve issues independently, which are expected to lead to improved 
customer satisfaction. 

• Training and Resources: VenHub will provide detailed training materials, including video tutorials, step-
by-step guides, and interactive content to ensure customers understand how to fully utilize VenHub 
Smart Stores. These resources are estimated to enhance the user experience and help customers 
maximize the value of VenHub’s offerings. 

Smart Store Pre-Orders 

VenHub has secured more than 1,000 pre-orders for its Smart Stores from various potential store owners. These 
pre-orders were generated primarily with no material advertising or marketing expenditures.  Upon the conversion 
from a pre-order to a signed purchase contract, we will be seeking deposits.  

Proof of Concept and Beta Model Development 

In May 2023, VenHub successfully completed the proof-of-concept model of its Smart Store, marking a significant 
milestone in the Company’s journey toward commercialization. While this initial model demonstrated full 
functionality, it did not yet encompass all the advanced features planned for our commercial version. The proof-of-
concept provided valuable data and insights, which we have applied to the design of the beta model. The beta 
version, which has recently been completed, integrated feedback from our initial trials and incorporates the full 
range of features needed for initial commercial operations, which we launched in January 2025. This model will be 
the foundation upon which we build towards scalable commercial sales, ensuring a smooth transition from our initial 
product development to our market launch. 

Our Product – VenHub Smart Stores 

The VenHub Smart Store is an advanced, fully autonomous retail platform designed to revolutionize vendor 
management and customer engagement. In an increasingly dynamic and competitive marketplace, the ability to 
effectively manage supplier relationships and optimize operations is essential for business success. VenHub Smart 
Stores offer a comprehensive solution that not only simplifies vendor management but also provides businesses 
with the tools needed to enhance customer experiences, streamline operations, and reduce costs. 

Key Highlights 
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VenHub Smart Stores serve as fully automated vending and smart stores that operate 24/7 without the need for on-
site staff. The platform delivers a seamless, intuitive shopping experience through mobile apps, allowing customers 
to browse, select, and purchase products with ease. By leveraging cutting-edge AI technology, robotics, and real-
time analytics, the VenHub Smart Store provides an unparalleled level of smart and operational efficiency. 

VenHub’s proprietary Smart Stores are self-contained units initially sized at 200 square feet. The Smart Stores are 
modular and can flex in size into 2x–3x, or greater, store areas. If additional capacity is required, multiple Smart 
Stores can operate side-by-side. VenHub’s Smart Stores have been designed for indoor and outdoor use. Each Smart 
Store is capable of processing 600-900 SKUs and is capable of servicing up to 80 customers per hour. 

Physical characteristics of the Smart Stores include energy efficient lighting with temperature-controlled units.  
Interactive refrigerator coolers provide store owners the ability to offer chilled products such as water and soda.  
The Smart Stores include power redundancy features with up to 12 hours of battery backup capabilities. VenHub’s 
Smart Stores include various branding panels that can provide incremental revenue opportunities via marketing 
agreements with various vendors. The assembly of each Smart Store is flexible, with store frames that can be folded 
down to allow for efficient transportation, either for the initial installation or for relocation purposes.  Each Smart 
Store can be installed in less than seven days. 

Safety features include 24/7 security monitoring, bulletproof glass, and self-service delivery windows. Each Smart 
Store includes interior and exterior sensors as well as intrusion software for the robots. 

Each VenHub Smart Store is fully customizable to meet the specific needs of individual clients. Businesses can tailor 
the product offerings to suit local market demands, ensuring that the store’s inventory is aligned with consumer 
preferences. Current pre-order customers have expressed interest in utilizing VenHub Smart Stores for a wide array 
of product categories, including but not limited to: 

• Packaged Food and beverages: Packaged food items, snacks, and drinks. 

• Health and beauty products: Personal care items, cosmetics, and wellness products. 

• Household essentials: Everyday necessities such as cleaning supplies, toiletries, and basic household 
goods. 

• Electronics: Smartphones, tablets, chargers, and headphones. 

• Specialty branded items: Exclusive or high-end products specific to a brand or niche market. 

• Alcohol: Depending on local regulations, VenHub Smart Stores can be configured to sell alcoholic 
beverages in compliance with licensing laws. 

Robotic Arms Technology 

VenHub’s Smart Stores use robotic arms that have been manufactured by a leader in the global robotics industry.  
VenHub has performed more than 1,500 hours of testing and each robotic arm has a two-year warranty. 

Each Smart Store operates with two robotic arms.  The robotic arms function in tandem with each other and are also 
synchronized with the refrigerator cooler doors that store chilled products.  If for some reason one robotic arm 
malfunctions, the other robotic arm can operate independently and can still complete customer purchase orders.  
Delivery optimization is based on proprietary synchronous, caching, and hierarchy software that delivers efficient 
picking, sorting, and packaging of products by weight. VenHub’s in-house firmware connects the robotic arms with 
the Company’s various software applications. The Company’s collective technology applications provide the Smart 
Stores with the ability to deliver up to 80 customer orders per hour. 
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VenHub’s Vision Technology 

Computer vision technology has been integrated with the robotic arms. For product picking, VenHub utilizes state-
of-the-art image segmentation and point cloud generation to determine product positions with 1mm-2mm accuracy. 
The Company’s in-hub server can process each red, green, blue depth (“RGBD”) frame in less than 0.05 seconds, 
which allows for real time corrections. This technology results in 99.0% identification accuracy while adapting to 
offsets in product positions due to seismic activity or human activity. The vision system also provides for frequent 
updates of inventory count within a row to automate inventory management. 

Regarding product placement, the Company uses its vision system plus a proprietary product placement algorithm 
to maximize the number of products per order. Placing position data is also used to clear items from the delivery 
system for cancelled and refunded orders. VenHub’s vision technology is also used in tandem with its robot gripper 
data to validate orders and ensure that customers have received all of the items they ordered. 

VenHub’s Store Owner Platform 

Core to the VenHub store owner platform is a sophisticated AI-driven technology system, which integrates software 
with smart components and a store owner app interface. This sophisticated AI-driven analytics engine can 
continuously monitor sales trends, customer preferences, and inventory levels to optimize store operations. This AI 
system will enable the Smart Store to dynamically adjust its product offerings and inventory based on real-time data. 
For instance, the system will identify high-demand products in specific regions and automatically replenish stock to 
ensure continuous availability. Conversely, it can reduce or replace low-demand items, maximizing shelf space and 
inventory efficiency. 

Smart Components 

VenHub’s unique architecture involves robotic arms, vision technology, grippers, rails, delivery units, refrigerator 
coolers, software, and firmware that are all integrated providing the Company with the ability for numerous data 
capture opportunities, whereby AI-driven learning will then continuously enhance the performance of VenHub’s 
Smart Stores.  Various efficiencies range from predictive ordering to automated inventory replenishment to avoid 
stockouts or overstocking. 

Key features of the Smart Components data capture platform include: 

• Measurement: VenHub’s data capture capabilities provide the Company the ability to measure sales 
by SKU, sales patterns, store visitor patterns, and profits by SKU. 

• Analytics: The Company’s store owner platform also has the ability to analyze inventory optimization, 
identify location-based patterns, and summarize geographic power usage 

• Operations: The store owner can utilize the learnings from the captured data to improve operations 
with a focus on inventory management, purchase orders, security monitoring, and robot status for 
maintenance and repairs. 

Store Owner App Interface 

VenHub is developing a cloud-based store owner app interface that is based on a centralized system that oversees 
the day-to-day operations of a store owner’s Smart Stores.  The store owner app interface provides store owners 
with the flexibility to access Smart Store performance from anywhere, at any time. VenHub’s store owner app 
interface offers powerful reporting tools and dynamic dashboards that provide deep insights to assist store owners 
with supplier management, forecasting, automated ordering, inventory management, and seasonal planning. 
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Key capabilities include: 

• Real-Time Data Access: The store owner app interface delivers real-time insights into vendor activities, 
offering store owners the ability to monitor vendor performance metrics as they occur. Whether 
tracking delivery times, cost variances, or quality issues, VenHub’s software will provide up-to-the-
minute data that informs timely and effective decision-making. 

• Customizable Dashboards: VenHub’s customizable dashboards allow store owners to track KPIs that 
are most relevant to their business objectives. Store owners will be able to configure dashboards to 
display metrics such as cost savings, order fulfillment rates, and vendor risk levels. 

• Detailed Reporting: VenHub’s software can generate comprehensive reports that provide an in-depth 
view of vendor performance, cost efficiency, and overall supply chain health. These reports can be 
tailored to specific timeframes or metrics, providing store owners the ability to analyze trends, identify 
areas for improvement, and optimize vendor strategies. 

• Inventory Management: VenHub’s system uses robotics to automate stock monitoring, replenishment, 
and predictive ordering, ensuring that products are consistently available without manual intervention. 
The automated inventory management process reduces labor costs and minimizes the risk of stockouts 
or overstocking. 

• Product Customization: Store owners will be able to curate their product selections based on regional 
consumer preferences and market demand. VenHub’s AI system will provide insights into purchasing 
patterns, helping store owners make data-driven decisions about inventory and product mix. In 
addition, the system will collect and analyze customer data to offer personalized recommendations, 
creating a shopping experience that is tailored to each individual consumer. 

• Vendor Management: The Company has developed a centralized vendor hub to manage all vendor-
related activities.  The vendor hub incorporates user-friendly tools to store and manage vendor 
documents, including vendor profiles, contracts, contract renewals (including alerts), performance 
reviews, and certifications. The vendor hub also includes advanced search and filtering capabilities to 
allow store owners to find the right vendor for specific needs. 

VenHub’s Consumer App 

VenHub’s mission is to provide consumers with a seamless shopping experience. Consumers will be able to interact 
with the Smart Stores via VenHub’s mobile app, which allows consumers to browse products, place orders, and make 
payments effortlessly. The store’s interface is designed to be intuitive, ensuring a frictionless shopping experience 
for all users. 

Consumers will be able to download the VenHub app and sign in with their email address or with their Google, Apple, 
or Microsoft accounts.  Once the app is downloaded, consumers will be able to place orders via any connected device 
and their purchases will be ready within minutes at the VenHub Smart Store. Consumers will be able to place orders 
for pickup with scheduled pick up times. Consumers will also be able to place orders using delivery apps such as 
Grubhub, DoorDash, and Uber Eats. 

The VenHub app allows consumers to pay using mobile devices, desktops, or voice assistants such as Siri and Alexa.  
The VenHub app will also support a variety of digital payment methods including credit cards, Apple Pay, Paypal, 
Stripe, and Square. 

Consumers will be able to pick up their orders at the Smart Stores by placing the QR Code at the designated delivery 
window. VenHub’s Smart Stores are also capable of validating on-site age-restricted products with strict 
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authentication measures including facial recognition and fingerprint verification.  Age-restricted orders will be 
verified for pre-authorized users prior to accepting an order. 

Security Features 

VenHub’s Smart Store ecosystem is being built on a foundation of robust security and scalability, making it an ideal 
solution for businesses of all sizes. From small enterprises managing a few vendors to large corporations overseeing 
complex supply chains, VenHub offers a flexible and secure platform that can adapt to evolving business needs. 

Key physical security attributes include: 

• Comprehensive Surveillance: Advance security cameras and motion detection systems are installed 
inside and outside of the Smart Store. 

• Enhanced Security Features: The Smart Stores are equipped with vibration sensors, bulletproof glass, 
body sensors, and access sensors to detect unauthorized entry. 

• Fortified and Controlled Access: The Smart Stores include steel doors with padlock and electric locks, 
robust access control systems, and 24/7 monitoring with real-time alerts via the store owner app 
interface. 

Key digital security attributes include: 

• Encrypted Communications: Ensures secure data transmission and includes muti-factor 
authentication. 

• Closed Loop System: VenHub maintains a secure and isolated network environment. 

• IP-Based Firewall: Protects against cyber threats with advanced firewall technology. 

 
Intellectual Property 
 

Intellectual property (“IP”) is critical to VenHub’s strategy, safeguarding the innovative technologies that drive our 
competitive advantage. Through patents, the Company protects our robotics, AI, and smart infrastructure solutions, 
creating barriers to entry for competitors and unlocking licensing and partnership opportunities. IP protection 
ensures our ability to innovate independently and differentiate our offerings in the market. 

• Impact of IP on Business Success:  The strength of the Company’s IP portfolio directly influences our market 
leadership and growth potential. Securing and enforcing patents prevents competitors from replicating our 
innovations, preserving our revenue streams and enabling long-term monetization. Strong IP also bolsters 
investor confidence and supports strategic partnerships, further enhancing our market position. 

• The Lifespan and Strategic Management of Patents:  Provisional patents provide an initial 12-month 
protection period, during which we refine and transition innovations to utility patents with a 20-year 
lifespan. This timeline allows the Company to protect our advancements while continuously investing in 
new IP to maintain a dynamic, forward-looking portfolio that ensures long-term market relevance. 

• Leveraging IP for Growth and Risk Management:  The Company’s IP strategy not only protects our 
technology but also positions us for growth by enabling licensing, co-development, and partnerships. We 
mitigate risks through thorough patent drafting, prior art searches, and legal defense planning, ensuring 
our innovations remain secure as we lead the automated retail industry. 
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• Driving Innovation and Market Leadership:  VenHub’s IP portfolio is a cornerstone of our business, enabling 
us to deliver cutting-edge solutions and maintain a competitive edge. By prioritizing innovation and robust 
IP management, we ensure sustainable growth and continue to shape the future of automated retail. 

Patents Pending 

The Company currently has 18 provisional patents.  The patents were filed with the United States Patent and 
Trademark Office (USPTO) by the inventors, Shahan and Shoushana “Suzy” Ohanessian, our founders. We are in the 
process of formally assigning the patents to our wholly owned subsidiary, VenHub IP, LLC.  The Company anticipates 
filing an additional 18 provisional patents. These patents form a critical part of our strategy to protect our 
technological innovations and products. Provisional patents provide an initial filing date and grant the ability to label 
innovations as “patent pending,” but do not grant enforceable rights. To secure long-term protection, we intend to 
transition these provisional filings to non-provisional utility patents, initiating the USPTO’s thorough examination 
process for patentability. Our intellectual property portfolio reflects our commitment to innovation, with 
applications covering a range of technologies, including automated systems, advanced robotics, retail security, and 
smart infrastructure. We recognize the importance of safeguarding our proprietary technology, and through our 
planned utility patent filings, we aim to establish enforceable intellectual property rights that provide us with a 
competitive advantage in the market. 

Below is a list of our current patents pending: 

 Patent Number   Patent Description  
 63/606,111      Automated Gantry System for Precise Item Handling, 

Storage, and Delivery  
 63/627,091      Innovative Expandable Housing Unit with Hydraulic 

Expansion and Locking System for Enhanced Mobility 
and Structural Integrity  

 63/558,807      Innovative Snap-In Component Mounting System for 
Precise and Secure Component Placement  

 63/636,727      Automated Product Packaging and Delivery System 
with Advanced Bagging Technology  

 63/636,730      Smart Synchronized Refrigerator System for Seamless 
Item Retrieval  

 63/636,729      Gridlock Floor-Based Snap-In Power Distribution 
System for Seamless Component Integration  

 63/639,337      Versatile Pneumatic End Effector System with Rotating 
Gripper Attachment for Enhanced Product Handling  

 63/639,610      Self-Cleaning and Sanitizing Retail Shelves  
 63,639,616      Automated Product Packaging and Delivery System 

with Advanced Boxing Technology  
 63,639,617      Automated Security System with Intrusion Detection 

and Robotic Arm Defense Mechanism  
 63,639,618      Interactive User Interface for Automated Cabinet 

System  
 63/639,622      Innovative Protective Film System for Bulletproof and 

Tempered Glass Surfaces  
 63/649,348      Advanced Motion Detection Sensors with AI Analysis  
 63/642,668      Advanced Robotic Arm Calibration and Installation 

System for Precise Positioning and Operational 
Readiness  

 63/647,666      Mobile Autonomous Store System for Dynamic Retail 
Environments  
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 63/642,665      GPS-Enabled Smart Anti-Theft Tags for Enhanced Retail 
Security  

 63/642,664      Tamper-Evident Self-Destructing Price Tags for 
Enhanced Security of High-Value Retail Items  

 63/646,077      Intelligent Backup Power Management System for 
Enhanced Resilience and Security in SmartStores  

 63/647,662     Retro fit exciting store to an autonomous store  
 

The key areas of focus for our intellectual property include: 

• Robotics: Pneumatic end effector system, integrated retail shelves system (including display, 
installation, and replacement), and security system with automated robotic guards. 

• Artificial Intelligence: Motion sensor technology and biometric verification, smart inventory 
management, virtual reality, and repair. 

• Automation: Autonomous product management (handling, storage, and delivery), mobile store system 
(real-time position display, cabinet rearrangement), and self-operational system (self-repair and self-
clean). 

• Store Operations: Assets and techniques (housing unit, mounting, refrigeration, power distribution, 
and backup), tech-enabled operations (vendor management, sanitation, LED lighting, and EMI 
shielding), and security protection (tracking, tagging, and detection). 

• Process: Precise item placement, intelligent bagging, and customer-tailored delivery methods. 

Trademarks 

We have filed a trademark application for the mark “VenHub” with the United States Patent and Trademark Office 
(USPTO), under serial number 97785070. The application was filed on February 7, 2023, and is currently under 
examination. This trademark is a key asset for protecting our brand identity and marketing efforts. We will continue 
to monitor the application process and take necessary actions to secure registration of the “VenHub” mark as part 
of our intellectual property strategy. 

In addition, the Company has filed for trademark protection on “VenHub”. 
 
Suppliers 
 

VenHub will rely on a diverse and robust supply chain, sourcing components and materials from a combination of 
domestic and international suppliers. The supply chain strategy emphasizes securing high-quality, cost-effective 
materials and components necessary for the manufacturing and assembly of Smart Stores. 

Key supply chain considerations include: 

1. Supplier Diversity: The Company will partner with multiple suppliers to mitigate risks associated with single-
source dependency and ensure consistent availability of critical components. 

2. Domestic and International Sourcing: VenHub will leverage domestic suppliers for time-sensitive and 
regulatory-compliant components while sourcing certain specialized materials and technologies 
internationally to optimize costs and quality. 
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3. Logistics Optimization: Proximity of supply chain partners to mega and micro centers will be prioritized to 
reduce transportation costs and lead times, ensuring timely delivery of materials. 

4. Supplier Relationships: The Company is committed to establishing long-term, collaborative relationships 
with suppliers to ensure reliability, foster innovation, and maintain competitive pricing. 

VenHub will implement rigorous quality control standards across its supply chain and work closely with suppliers to 
ensure compliance with applicable regulations, including environmental and labor standards. By leveraging this 
flexible and resilient supply chain strategy, the Company aims to support efficient operations and seamless scalability 
as demand for Smart Stores grows. 

 
Rollout Plan 
 
While we intend to prioritize deliveries to our pre-order potential customers, we also want to focus on locations that 
will provide high levels of visibility for VenHub, such as locations in New York City, Las Vegas, and Austin. As of the 
date of this filing, the Company has sold two stores both located in southern California.  
 
Employees 
 
The Company currently has two employees, and currently engages over 20 contractors. 
 
Regulation 
 
The Company could be subject to a variety of local, state, and federal regulations, this could include planning and 
zoning permits in order to operate in preferred locations. 
 
Litigation 
  
VenHub Global, Inc. ("VenHub" or the "Company") is currently a defendant in a lawsuit filed by Target Global 
Acquisition I Corp. ("Target Global") in the Court of Chancery of the State of Delaware. The complaint, filed on 
February 21, 2025, alleges that the Company and certain related parties breached contractual obligations related to 
a planned merger transaction. Target Global claims that VenHub failed to meet financing milestones, delayed 
regulatory filings, and obstructed the transaction process. The plaintiff is seeking specific performance of the merger 
agreement and other relief. 
  
The Company believes the claims are without merit and is actively defending against the lawsuit. VenHub intends to 
contest the allegations vigorously and pursue all available legal remedies. While the outcome of this litigation cannot 
be predicted with certainty, the Company does not believe the matter will have a material adverse effect on its 
operations or financial condition at this time. 
  
Property 
  
The Company currently leases space at 518 S. Fair Oaks Ave, Pasadena, CA 91105. The space is an industrial/flex 
building, allowing the Company to undertake research and development activities related to its product.  In 
addition the Company has another warehouse location in close proximity to its headquarters and recently signed a 
new lease for a flex space in Las Vegas, Nevada.  
 
 
RISK FACTORS 
 
Because we are an early-stage Company with minimal revenue and a history of losses and we expect to continue 
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to incur substantial losses for the foreseeable future, we cannot assure you that we can or will be able to operate 
profitably. 
 
We are an early-stage Company. We were formed and commenced operations in 2023. We face all the risks 
associated with newer companies, including significant competition from existing and emerging competitors in the 
automated smart store industry, some of which are established and have better access to capital. In addition, as a 
new business, we may encounter unforeseen expenses, difficulties, complications, delays and other known and 
unknown factors. We will need to transition from an early-stage Company to a Company capable of supporting 
larger-scale commercial activities. If we are not successful in such a transition, our business, results and financial 
condition will be harmed. 
 
We have not been profitable to date, and we expect operating losses in the near future. There can be no assurance 
that we will not continue to incur net losses in the future. We may not succeed in expanding our customer base and 
product offerings and even if we do, may never generate revenue that is significant enough to achieve profitability. 
Even if we do achieve profitability, we may not be able to sustain or increase profitability on a quarterly or annual 
basis. Furthermore, we may not be able to control overhead expenses even where our operations successfully 
expand. Our failure to become and remain profitable would depress our value and could impair our ability to raise 
capital, expand our business, diversify our product offerings or even continue our operations. 
 
We have a limited operating history, which may make it difficult to evaluate our business and prospects. 
 
We face the risks associated with businesses in their early stages, with limited operating histories and whose 
prospects are hard to evaluate. Any evaluation of our business and our prospects must be considered in light of the 
uncertainties, delays, difficulties and expenses commonly experienced by companies at this stage, which generally 
include unanticipated problems and additional costs relating to the development and testing of products, product 
approval or clearance, regulatory compliance, production, product introduction and marketing and competition. For 
example, we have incurred losses for each of the past few years, driven mainly by our investments in research and 
development costs. Many of these factors are beyond the control of our management. In addition, our performance 
will be subject to other factors beyond our control, including general economic conditions and conditions in the 
robotics industry. Accordingly, our business and success face risks from uncertainties faced by developing companies 
in a competitive environment. There can be no assurance that our efforts will be successful or that we will ultimately 
be able to attain profitability. 
 
There is substantial doubt about the company’s ability to continue as a going concern. 
  
For the years ended December 31, 2024 and 2023, our net loss was $9,392,702 and $10,376,645, respectively, and 
the cash used in operations was approximately $3,981,894 and $566,791, respectively. As of December 31, 2024, 
we had $1,352,892 of cash and cash equivalents and an accumulated deficit of $19,769,347.  These factors raise 
substantial doubt about our ability to continue as a going concern within one year after the date the financial 
statements are issued. We intend to fund ongoing activities by utilizing our current cash on hand, the cash generated 
from operations, and by raising additional capital through equity or debt financing. We continue to pursue various 
options to raise capital to enhance our cash position, including more recently by issuing convertible notes to 
accredited investors.  However, there can be no assurance that we will be successful in raising that additional capital 
or that such capital, if available, will be on terms that are acceptable to us, as our ability to raise capital m 
 
 
If we fail to effectively manage our growth, we may not be able to design, develop, manufacture, market and 
launch new generations of our robotic systems, firmware, and software products successfully. 
 
We intend to invest significantly in order to expand our business. Our expansion plans involve significant reliance on 
AI technologies and data collection, which come with inherent risks including, but not limited to, data breaches, AI 
malfunctions, and regulatory changes. We also import key components from China, exposing us to risks of supply 
chain disruptions and potential trade restrictions. Any failure to manage our growth effectively, or to mitigate these 
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risks, could materially and adversely affect our business, prospects, financial condition and operating results. We 
intend to expand our operations significantly. We expect our expansion to include: 
 

• expanding the management, engineering, and product teams; 
• identifying and recruiting individuals with the appropriate relevant experience; 
• hiring and training new personnel; 
• launching commercialization of new products and services; 
• forecasting production and revenue; 
• entering into relationships with one or more third-party design for manufacturing partners and third-

party contract manufacturers and/or expanding our internal manufacturing capabilities; 
• controlling expenses and investments in anticipation of expanded operations; 
• carrying out acquisitions and entering into collaborations, in-licensing arrangements, joint ventures, 

strategic alliances or partnerships; 
• expanding and enhancing internal information technology, safety and security systems; 
• conducting demonstrations; 
• entering into agreements with suppliers and service providers; and 
• implementing and enhancing administrative infrastructure, systems, and processes. 

 
Should achieved market penetration warrant, we intend to continue to hire a significant number of additional 
personnel, including engineers, design, production, operations personnel and service technicians for our robotic 
systems and services. Because of the innovative nature of our technology, individuals with the necessary experience 
may not be available to hire, and as a result, we will need to expend significant time and expense, to recruit and 
retain experienced employees and appropriately train any newly hired employees. Competition for individuals with 
experience designing, producing, and servicing robots and their software is intense, and we may not be able to 
attract, integrate, train, motivate or retain additional highly qualified personnel. The failure to attract, integrate, 
train, motivate and retain these additional employees could seriously harm our business, prospects, financial 
condition, and operating results. 
 
Our revenues and profits are subject to fluctuations. 
 
Currently, we are focused on the development and commercialization of our products.  Any future projects related 
to revenues and growth are based solely on our ever-growing pre-orders and management’s assessment of the 
markets.  It is difficult to accurately forecast our revenues and operating results, and these could fluctuate in the 
future due to a number of factors. These factors may include adverse changes in companies' interests in our 
autonomous store units and our hardware, firmware and software offerings, customers' available dollars to invest 
in our products, general economic conditions, our ability to market our Company to companies, and general industry 
and regulatory conditions and requirements. As we have not yet deployed units to any customers, we have no metric 
to determine the accuracy of pre order as a factor in final sales.  Our operating results may fluctuate from year to 
year due to the factors listed above and others not listed. At times, these fluctuations may be significant and could 
impact our ability to operate our business. 
 
We are dependent on general economic conditions. 
 
Our business model is dependent on companies purchasing our autonomous store units. Our business model is thus 
dependent on national and international economic conditions. Uncertain economic conditions have created 
volatility in the U.S. Such adverse national and international economic conditions may reduce the future availability 
of dollars companies have to spend on our services, which would negatively impact our revenues and possibly our 
ability to continue operations. For example, higher interest rates have resulted in a decrease in investment activity 
and overall capital allocation to hardware startups or for customers to effectively finance the purchase of our 
products. The worsening of global economic conditions has in the past adversely affected, and could in the future, 
adversely affect our business, financial condition or results of operations, and the worsening of economic conditions 
in certain specific regions of the country could impact the expansion and success of our businesses in such areas. 
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In recent months, the U.S. government has imposed, and is considering imposing, additional tariffs and trade 
restrictions on certain goods produced outside of the United States, including steel and aluminum. In response to 
these actions, certain jurisdictions, including China, Mexico, Canada and the European Union, have imposed, or are 
considering imposing, tariffs and restrictions on certain goods produced in the United States. The situation 
concerning the imposition of additional tariffs and trade restrictions by the U.S. and other jurisdictions and the status 
of certain trade agreements, including the United States, Mexico, Canada Free Trade Agreement, continues to evolve 
and we cannot be certain of the outcome which could adversely impact demand for our products, costs, inflation, 
customers, suppliers, and the U.S. economy. The impact of tariffs and trade restrictions may not allow us to pass on 
the additional cost of these tariffs and may adversely affect our profit margins, results of operations, and/or cash 
flows. 
 

The inability of our supply chain to deliver certain key electrical components, such as computer components and 
accessories, could materially adversely affect our business, financial condition and results of operations. 

Autonomous/robotic smart stores rely on specialized hardware components such as sensors, robotics arms, and 
computer systems, which are often sourced from a limited number of suppliers. Disruptions in the supply of these 
critical components—due to manufacturing issues, resource scarcity, or geopolitical tensions—can delay the 
production or maintenance of the robotic systems, impacting store operations and customer service. Dependence 
on a few key vendors for essential software and hardware increases vulnerability. If a key vendor fails financially, 
faces production halts, or discontinues a crucial product line, it could significantly disrupt operations. Developing 
contingency plans, including identifying alternative suppliers and maintaining strategic stockpiles of essential 
components, is critical. Supply chain disruptions may delay the timing of production and maintenance of our robots, 
which in turn could negatively impact our business, results of operations and financial condition. 

In addition, most components used in our units are manufactured overseas.  The logistics networks that support the 
delivery and maintenance of robotic components are susceptible to various risks, including transportation delays, 
regulatory changes, and natural disasters. Disruptions in logistics can lead to inventory shortages, impacting the 
ability to stock stores and maintain equipment.  Shifts in geo-political relationships between the US and component 
supplier countries could generally limit access to component parts all together.  Changes in trade policies, tariffs, 
and international relations can affect the supply chain's stability. For example, import restrictions or increased tariffs 
on goods from a primary supplier country could increase costs or limit access to necessary technology. 

As an advanced technologies Company, we are also faced with supply chains issues created indirectly from rapidly 
transforming standards and benchmarks in artificial intelligence and robotics.  Rapid advancements in technology 
can quickly render certain components or software obsolete, complicating maintenance and updates. Managing the 
lifecycle of technology products, planning for end-of-life components, and staying abreast of new technological 
developments are essential to minimize this risk.  

Our failure to attract and retain highly qualified personnel in the future could harm our business. 
 
We are an innovative technology Company. We may not be able to locate or attract qualified individuals for 
important positions, such as software engineers, robotics engineers, machine vision and machine learning experts 
and others, which could affect our ability to grow and expand our business. We may also face intense competition 
for qualified individuals from numerous other companies, including other similarly situated technology companies, 
many of whom have greater financial and other resources than we do. 
 
In addition, new hires often require significant training and, in many cases, take significant time before they achieve 
full productivity. We may incur significant costs to attract and retain qualified personnel, including significant 
expenditures related to salaries and benefits and compensation expenses related to equity awards, and we may lose 
new employees to our competitors or other companies before we realize the benefit of our investment in recruiting 
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and training them. Moreover, new employees may not be or become as productive as we expect, as we may face 
challenges in adequately or appropriately integrating them into our workforce and culture. If we are unable to 
attract, integrate and retain suitably qualified individuals who can meet our technical, operational, and managerial 
requirements, on a timely basis or at all, our business, results of operation and financial condition could be adversely 
affected. 
 
Our units rely on sophisticated software technology that incorporate third-party components and networks to 
operate, and the inability to maintain licenses for software technology, errors in the software we license, or the 
terms of open-source licenses could result in increased costs or reduced service levels, which would adversely affect 
our business. 
 
Our units require certain third-party software and networks to function safely and effectively, and our business relies 
on certain third-party software obtained under licenses from other companies. Although we continue to develop 
our own software and firmware products and solutions, we anticipate that we will continue to rely on such third-
party software in the future. Although we believe that there are commercially reasonable alternatives to the third-
party software, we currently license, this may not always be the case, or it may be difficult or costly to replace. In 
addition, integration of new third-party software may require significant work and require substantial investment of 
our time and resources. Our use of additional or alternative third-party software would require us to enter into 
license agreements with third parties, which may not be available on commercially reasonable terms or at all. Many 
of the risks associated with the use of third-party software cannot be eliminated, and these risks could negatively 
affect our business. Furthermore, performance degradation or lack of access to such software and networks can 
result in poor operational performance or even grounding of our operations of autonomous stores until it is resolved, 
which can adversely impact our ability to continue our operations. 
 
Additionally, some software powering our technology systems incorporates software covered by open-source 
licenses. The terms of many open-source licenses have not been interpreted by U.S. courts, and there is a risk that 
the licenses could be construed in a manner that imposes unanticipated conditions or restrictions on our ability to 
operate our systems. In the event that portions of our proprietary software are determined to be subject to an open-
source license, we could be required to publicly release the affected portions of our source code or re-engineer all 
or a portion of our technology systems, each of which could reduce or eliminate the value of our technology systems. 
Such a risk could be difficult or impossible to eliminate and could adversely affect our business, financial condition 
and results of operations. 
 
The benefits to customers of our products could be supplanted by other technologies or solutions or competitors' 
products that utilize similar technology to ours in a more effective way. 
 
The benefits to customers of our products could be supplanted by other technologies or solutions or competitors' 
products that utilize similar technology to ours in a more effective way. We cannot be sure that alternative 
technologies or improvements to artificial intelligence, industrial automation or other technologies, processes or 
industries will not match or exceed the benefits of our products or be more cost effective than our products. The 
development of any alternative technology that can compete with or supplant our products may materially and 
adversely affect our business, prospects, financial condition and operating results, including in ways we do not 
currently anticipate. Any failure by us to develop new or enhanced technologies or processes, or to react to changes 
in existing technologies, could materially delay our development and introduction of new and enhanced products, 
which could result in the loss of competitiveness of our robotic systems and solutions, decreased revenue and a loss 
of market share to competitors. Our research and development efforts may not be sufficient to adapt to new or 
changing technologies. While we plan to upgrade and adapt our units as we or others develop new technology, our 
robotic systems and solutions may not compete effectively with alternative products if we are not able to source 
and integrate the latest technology into our systems and solutions. 
 
Our competitor base may change or expand as we continue to develop and commercialize our robotic systems in 
the future. A number of these companies may have, or may attain, more resources and/or greater market 
recognition than we do. These or other competitors may develop new technologies or products that provide superior 
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results to customers or are less expensive than our products. Our technologies and products could have reduced 
competitiveness by such developments. 
 
Our competitors may respond more quickly to new or emerging technologies, undertake more extensive marketing 
campaigns, have greater financial, marketing, manufacturing and other resources than we do or may be more 
successful in attracting potential customers, employees and strategic partners. In addition, potential customers 
could have long-standing or contractual relationships with competitors. Potential customers may be reluctant to 
adopt our products, particularly if they compete with or have the potential to compete with or diminish the 
need/utilization of products or technologies supported through these existing relationships. If we are not able to 
compete effectively, our business, prospects, financial condition and operating results will be negatively impacted. 
 
In addition, because we operate in a new market, the actions of our competitors could adversely affect our business. 
Adverse events such as product defects or legal claims with respect to competing or similar products could cause 
reputational harm to the robotics market on the whole and, accordingly, our business. 
 
Our VenHub Smart Stores rely heavily on artificial intelligence for operations of the units. Interruptions, 
hallucinations, errors, and malfunctions created from our artificial intelligence could limit the functionality of our 
VenHub Smart stores and cause damage to our reputation in the market. 
 
Our business relies heavily on artificial intelligence (AI) for the automation of our smart stores. While AI enables us 
to provide highly efficient services, any technical failures, malfunctions, or inaccuracies in AI algorithms could lead 
to significant operational disruptions. These disruptions could result in lost revenue, customer dissatisfaction, or 
even legal claims if the failure leads to inaccurate billing or product handling.  AI drives most of our core operations, 
including inventory management, customer interactions, and security. If we experience issues with the AI software, 
such as bugs, system crashes, or vulnerability to cyberattacks, it could materially affect our ability to operate 
efficiently. In particular, cyberattacks on AI systems could expose us to data breaches, theft of proprietary 
information, or operational sabotage, potentially damaging our reputation and exposing us to legal liabilities. 
 
In addition, continuous improvement and maintenance of our AI systems are required to keep up with technological 
advancements and changing customer needs. There is a risk that the integration of new AI technologies, or updates 
to existing systems, could lead to unexpected bugs, incompatibilities, or performance issues. This could result in 
temporary service interruptions or diminished operational efficiency, which may negatively impact our financial 
performance. 
 

Our AI systems make autonomous decisions in the operation of our smart stores, including inventory management, 
pricing, and customer service interactions. If these AI-driven decisions are flawed or inaccurate, we could be exposed 
to liability claims. For example, if an AI system causes damage to customer property or provides misleading product 
information, we could face lawsuits or fines, harming our reputation and financial standing. 

The deployment of artificial intelligence and robotics as a replacement to conventional brick and mortar stores 
may create social and ethical concerns that could indirectly affect use of our VenHub Smart Stores.  

The deployment of autonomous systems in retail can lead to significant job displacement, as robots replace human 
workers in roles such as cashiers, restockers, and customer service representatives. This can result in public backlash 
and negative media coverage, especially in regions with already high unemployment rates. To mitigate these risks, 
the Company intends to address these concerns proactively by demonstrating commitment to workforce retraining 
programs or showing how automation can create new job opportunities in other areas. 

Autonomous stores often utilize a variety of sensors and cameras to manage inventory, track purchases, and 
enhance customer experience. This raises concerns about privacy and the extent of surveillance. Consumers may be 
wary of being monitored so closely, and any misuse of data can lead to trust issues. Ensuring transparent 
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communication about data use, implementing stringent data protection measures, and adhering to privacy laws are 
essential steps to mitigate these risks. 

Robotic systems must be designed to be accessible to all customers, including those with disabilities. This includes 
physical accessibility to the store as well as the usability of automated systems. Failure to consider these factors can 
lead to exclusion and discrimination complaints, potentially resulting in legal consequences and harming the 
Company’s reputation.  Moreover, the introduction of high-tech solutions in retail can widen the socio-economic 
divide. Those with less access to technology or the internet might find themselves at a disadvantage, unable to 
benefit from the conveniences offered by autonomous stores. In addition, the use of artificial intelligence in 
customer interactions and inventory management involves decisions on how AI algorithms are developed and the 
biases they may contain. There is a risk that AI systems might make decisions that are perceived as unfair or 
discriminatory. Addressing these concerns involves investing in ethical AI development practices, including 
transparency in AI decision processes and ongoing monitoring for biased outcomes. 
 
Additionally, the use of AI technologies is subject to evolving laws and regulations that could impose new obligations 
on our operations. For instance, changes in laws governing data privacy, AI-driven decision-making, or cybersecurity 
could increase our compliance costs. Additionally, we may face regulatory scrutiny over the fairness, transparency, 
and accountability of our AI systems, especially if our algorithms are perceived to make biased or unfair decisions 
affecting customers. 
 
Failure to ultimately engage end users could affect our potential to continue to grow the business. 
 
Generally, our business strategy is to sell units to our customers who may then deploy the units as they see fit, so 
long as such deployment is within the standards set forth in the purchase agreements.  Ultimately, acquiring end 
users will be driven by our customers’ ability to successfully deploy the units for their own business.  Although we 
will continue to support marketing efforts alongside our customers, we cannot ensure adoption of our units and will 
not manage the operations of the units.  Moreover, regardless of our efforts or the efforts of our customers, end 
user adoption is yet to be seen.  We know that automated vending machines and kitchens have expanded market 
share with mixed success.  We also know that despite the initial excitement regarding stores like Amazon Go, recent 
trends suggest that user adoption isn’t sufficient to continue operations.   
  
We have designed and developed our robotic systems with the goal of reducing operating costs and greenhouse 
gases. Even if we successfully market our products and services to customers, the purchase, adoption and the use 
of the products may be materially and negatively impacted if our customers resist or delay the use and adoption of 
these new technology products and services. End users may resist or delay the adoption of our products and services 
for several reasons, including lack of confidence in autonomous and semi-autonomous delivery vehicles. If our 
customers resist or delay adoption of our automated smart store systems, our business, prospects, financial 
condition and operating results will be materially and adversely affected. 
 
 
Defects, glitches, or malfunctions in our products or the software that operates them, failure of our products to 
perform as expected, connectivity issues or operator errors may result in product recalls, lower than expected 
return on investment for customers and could cause significant safety concerns, each of which could adversely 
affect our results of operations, financial condition, and our reputation. 
 
Our products incorporate sophisticated computer software. Complex software frequently contains errors, especially 
when first introduced. Our software may experience errors or performance problems in the future. If any part of our 
products' hardware or software were to fail, the service mission could be compromised. Additionally, users may not 
use our products in accordance with safety protocols and training, which could increase the risk of failure. Any such 
occurrence could cause a delay in market acceptance of our products, damage to our reputation, product recalls, 
increased service and warranty costs, product liability claims and loss of revenue relating to such hardware or 
software defects. 
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We anticipate that as part of our ordinary course of business we may be subject to product liability claims alleging 
defects in the design or manufacture of our products. A product liability claim, regardless of our merit or eventual 
outcome, could result in significant legal defense costs and high punitive damage payments. Although we maintain 
product liability insurance, the coverage is subject to deductibles and limitations and may not be adequate to cover 
future claims. Additionally, we may be unable to maintain our existing product liability insurance in the future at 
satisfactory rates or adequate amounts. 
 
Even if our products perform properly and are used as intended, if operators sustain any injuries while using our 
products, we could be exposed to liability and our results of operations, financial condition and our reputation 
may be adversely affected. 
 
Our products contain complex technology and must be used as designed and intended in order to operate safely 
and effectively. While we expect to develop a training, customer service and maintenance and servicing 
infrastructure to ensure users are equipped to operate our products in a safe manner, we cannot be sure that the 
products will ultimately be used as designed and intended. In addition, we cannot be sure that we will be able to 
predict all the ways in which use or misuse of the products can lead to injury or damage to property, and our training 
resources may not be successful at preventing all incidents. If operators were to cause any injuries or damage to 
property while using our products, in a manner consistent with our training and instructions or otherwise, we could 
be exposed to liability and our results of operations, financial condition and our reputation may be adversely 
affected. 
 
If we cannot protect, maintain and, if necessary, enforce our intellectual property rights, our ability to develop 
and commercialize products may be adversely impacted. 
 
Our success, in large part, depends on our ability to protect and maintain the proprietary nature of our technology. 
We must prosecute and maintain our existing patents and obtain new patents. Some of our proprietary information 
may not be patentable, and there can be no assurance that others will not utilize similar or superior solutions to 
compete with us. We cannot guarantee that we will develop proprietary products that are patentable, and that, if 
issued, any patent will give us a competitive advantage or that such patent will not be challenged by third parties. 
The process of obtaining patents can be time consuming with no certainty of success, as a patent may not issue or 
may not have sufficient scope or strength to protect the intellectual property it was intended to protect. We cannot 
assure you that our means of protecting our proprietary rights will suffice or that others will not independently 
develop competitive technology or design around patents or other intellectual property rights issued to us. If any of 
our products or the technology underlying our products is covered by third-party patents or other intellectual 
property rights, we could be subject to various legal actions. Even if a patent is issued, it does not guarantee that it 
is valid or enforceable. Any patents that we or our licensors have obtained or obtain in the future may be challenged, 
invalidated or unenforceable. If necessary, we intend to initiate actions to protect our intellectual property, which 
will be costly and time-consuming, and could have an adverse impact on our business, results of operation and 
financial condition. 
 
We may be subject to claims of infringement of third-party intellectual property rights. 
 
Our operating results may be adversely affected if third parties claim that our products infringed their patent, 
copyright, or other intellectual property rights. We cannot assure you that our products do not, or will not in the 
future, infringe patents held by others. Although there have been no allegations made to this effect, we cannot 
assure you that we will not receive such correspondence from third parties or competitors in the future. Such 
assertions could lead to expensive and unpredictable litigation, diverting the attention of management and technical 
personnel. Litigation may be necessary to enforce our intellectual property rights, to protect our trade secrets, to 
determine the validity and scope of the proprietary rights of others, or to defend against claims of infringement or 
invalidity, misappropriation, or other claims. Any such litigation could result in substantial costs and diversion of our 
resources. Moreover, any settlement of or adverse judgment resulting from such litigation could require us to obtain 
a license to continue to use the technology that is the subject of the claim, or otherwise restrict or prohibit our use 
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of the technology. Any required licenses may not be available to us on acceptable terms, if at all. An unsuccessful 
result in such litigation could adversely affect our business, including injunctions, exclusion orders and royalty 
payments to third parties. 
 
 
Security breaches and other disruptions could compromise our proprietary information and expose us to liability, 
which would cause our business and reputation to suffer. 
  
We rely on trade secrets, technical know-how and other unpatented proprietary information relating to our product 
development and manufacturing activities to provide us with competitive advantages. We protect this information 
by entering into confidentiality agreements with our employees, consultants, strategic partners and other third 
parties. We also design our computer systems and networks and implement various procedures to restrict 
unauthorized access to the dissemination of our proprietary information.  
  
We face internal and external data security threats. For example, current, departing, or former employees or third 
parties could attempt to improperly use or access our computer systems and networks to copy, obtain or 
misappropriate our proprietary information or otherwise interrupt our business. Like others, we are also subject to 
significant system or network disruptions from numerous causes, including computer viruses and other cyber-
attacks, facility access issues, new system implementations and energy blackouts. 
  
Security breaches, computer malware, phishing, spoofing, and other cyber-attacks have become more prevalent and 
sophisticated in recent years. We do not believe that such attacks have caused us any material damage to date, but 
because the techniques used by computer hackers and others to access or sabotage networks constantly evolve and 
generally are not recognized until launched against a target, we may be unable to anticipate, counter or ameliorate 
all these techniques. As a result, our and our customers’ proprietary information may be misappropriated, and we 
cannot predict the impact of any future incident. Any loss of such information could harm our competitive position, 
result in a loss of customer confidence in the adequacy of our threat mitigation and detection processes and 
procedures, cause us to incur significant costs to remedy the damages caused by the incident and divert 
management and other resources. We routinely implement improvements to our network security safeguards, and 
we are devoting increasing resources to the security of our information technology systems. However, we cannot 
assure you that such system improvements will be sufficient to prevent or limit the damage from any future cyber-
attack or network disruptions. 
  
The costs related to cyber-attacks or other security threats or computer systems disruptions typically would not be 
fully insured or indemnified by others. As a result, the occurrence of any of the events described above could result 
in the loss of competitive advantages derived from our intellectual property. Moreover, these events may result in 
the diversion of the attention of management and critical information technology and other resources, or otherwise 
adversely affect our internal operations and reputation or degrade our financial results and stock price. 
  
We may be subject to theft, loss, or misuse of personal data by or about our employees, customers or other third 
parties, which could increase our expenses, damage our reputation or result in legal or regulatory proceedings. 
  
In the ordinary course of our business, we have access to sensitive, confidential, or personal data or information 
regarding our employees and others that is subject to privacy and security laws and regulations. Therefore, the theft, 
loss, or misuse of personal data collected, used, stored or transferred by us to run our business, or by our third-party 
service providers, including business process software applications providers and other vendors that have access to 
sensitive data, could result in damage to our reputation, disruption of our business activities, significantly increased 
business and security costs or costs related to defending legal claims.  
  
We are also aware of certain media reports relating to the use of our automated systems as elements in law 
enforcement surveillance efforts. As a general policy, we do not share data with law enforcement, except in certain 
narrow circumstances where (1) we are required to share data when served with a warrant or subpoena or (2) there 
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are insurance claims, active incident investigations, or acts of armed violence or theft attempts involving the 
Company’s personnel or property. 
  
Global privacy legislation, enforcement, and policy activity in this area are rapidly expanding and creating a complex 
regulatory compliance environment. For example, the European Union has adopted the General Data Protection 
Regulation (“GDPR”), which requires companies to comply with rules regarding the handling of personal data, 
including its use, protection and the ability of persons whose data is stored to correct or delete such data about 
themselves. Failure to meet GDPR requirements could result in penalties of up to 4% of worldwide revenue. In 
addition, the interpretation and application of consumer and data protection laws in the U.S., Europe, and elsewhere 
are often uncertain and fluid and may be interpreted and applied in a manner that is inconsistent with our data 
practices. As a result, complying with these changing laws has caused, and could continue to cause, us to incur 
substantial costs, which could harm our business and the results of operations. Further, failure to comply with 
existing or new rules may result in significant penalties or orders to stop the alleged non-compliant activity. Finally, 
even our inadvertent failure to comply with federal, state or international privacy-related or data protection laws 
and regulations could result in audits, regulatory inquiries or proceedings against us by governmental entities or 
others. 
   
Our business plans require a significant amount of capital. Our future capital needs may require us to sell 
additional equity or debt securities that may dilute our stockholders or contain terms unfavorable to us or our 
investors. 
  
We will require significant capital to operate our business and fund our capital expenditures for the next several 
years. The level and timing of future expenditure will depend on a number of factors, many of which are outside our 
control. While we expect that we will have sufficient capital to fund our currently planned operations, it is possible 
that we will need to raise additional capital to fund our business, including to finance ongoing research and 
development costs, manufacturing, any significant unplanned or accelerated expenses and new strategic alliances 
or acquisitions. The fact that we have limited experience commercializing our autonomous stores on a large scale, 
means we have limited historical data on the demand for our automated systems. In addition, we expect our capital 
expenditures to continue to be significant in the foreseeable future as we continue generational improvements for 
our automated systems within our stores, and that our level of capital expenditures will be significantly affected by 
customer demand for our autonomous stores. As a result, our future capital requirements may be uncertain and 
actual capital requirements may be different from those we currently anticipate. We may need to seek equity or 
debt financing to finance a portion of our capital expenditures. Such financing might not be available to us in a timely 
manner or on terms that are acceptable, or at all, or that such funds, if raised, would be sufficient. 
  
Our ability to obtain the necessary financing to carry out our business plan is subject to a number of factors, including 
general market conditions and investor acceptance of our business model. These factors may make the timing, 
amount, terms and conditions of such financing unattractive or unavailable to us. If we are unable to raise sufficient 
funds, we will have to significantly reduce our spending, delay or cancel our planned activities or substantially change 
our corporate structure. We might not be able to obtain any funding, and we might not have sufficient resources to 
conduct business as projected, both of which could mean that we would be forced to curtail or discontinue our 
operations. 
  
In addition, our future capital needs and other business reasons could require us to sell additional equity or debt 
securities or obtain a credit facility. The sale of additional equity or equity-linked securities could dilute our 
stockholders. The incurrence of indebtedness would result in increased debt service obligations and could result in 
operating and financing covenants that would restrict our operations. 
  
If we cannot raise additional funds when we need or want them, we may be forced to curtail or abandon our growth 
plans, which could adversely impact the Company, its business, development, financial condition, operating results 
or prospects. 
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We will be required to raise additional capital in order to develop our technology and scale our commercial delivery 
operations. However, we may be unable to raise additional capital needed to fund and grow our business. 
  
We will need additional capital to develop our next generation of autonomous smart stores and scale our operations. 
We will not be able to continue product development and our autonomous smart store operations if we cannot raise 
additional debt and/or equity financing. 
  
We may not be able to increase our capital resources by engaging in additional debt or equity financings. Even if we 
complete such financings, they may result in dilution to our existing investors and include additional rights or terms 
that may be unfavorable to our existing investor base. These circumstances could materially and adversely affect 
our financial results and impair our ability to achieve our business objectives. Additionally, we may be required to 
accept terms that restrict our ability to incur additional indebtedness or take other actions (including terms that 
require us to maintain specified liquidity or other ratios) that would otherwise be in the best interests of our 
stockholders. 
  
Adverse developments affecting the financial services industry, such as actual events or concerns involving 
liquidity, defaults or non-performance by domestic and international financial institutions or transactional 
counterparties, could adversely affect our business, financial condition and results of operations.  
  
Actual events involving reduced or limited liquidity, defaults, non-performance or other adverse developments that 
affect domestic and international financial institutions or other companies in the financial services industry or the 
financial services industry generally or concerns or rumors about any events of these kinds, have in the past and may 
in the future lead to market-wide liquidity problems. For example, on March 10, 2023, Silicon Valley Bank was closed 
by the California Department of Financial Protection and Innovation, which appointed the Federal Deposit Insurance 
Corporation as receiver. Although we currently do not have any debt obligations, future financings may require that 
we engage with similar institutions, exposing ourselves to greater risk. Furthermore, investor concerns regarding the 
U.S. or international financial systems could result in less favorable commercial financing terms, including higher 
interest rates or costs and tighter financial and operating covenants or systemic limitations on access to credit and 
liquidity sources, thereby making it more difficult for us to acquire financing on acceptable terms or at all. Any decline 
in available funding or access to our cash and liquidity resources could, among other risks, adversely impact our 
ability to meet our operating expenses, financial obligations or fulfill our other obligations or result in breaches of 
our financial and/or contractual obligations. Any of these impacts, or any other impacts resulting from the factors 
described above or other related or similar factors not described above, could have material adverse impacts on our 
liquidity and our current and/or projected business operations, financial condition and results of operations.  

  
Our business depends on discretionary spending patterns in the areas where our customers deploy the 
autonomous smart stores, as well as in the broader economy. Economic downturns or other events (like 
coronavirus variants or similar widespread health/pandemic outbreaks) impacting the United States and global 
economy could materially adversely affect our results of operations. 
 
Purchases at autonomous smart stores are discretionary for consumers, and therefore, we are susceptible to 
changes in discretionary spending patterns or economic slowdowns in the geographic areas where these stores on 
our partners’ platforms operate, and in the economy at large. Discretionary consumer spending can be impacted by 
general economic conditions, unemployment, consumer debt, inflation, rising gasoline prices, interest rates, 
consumer confidence, and other macroeconomic factors. We believe that consumers are generally more willing to 
make discretionary purchases, including shopping at autonomous smart stores during favorable economic 
conditions. Disruptions in the overall economy (including disruptions due to coronavirus or similar health/pandemic 
events), including high unemployment, inflation, rising gasoline prices, financial market volatility and 
unpredictability, and the related reduction in consumer confidence, could negatively affect sales throughout the 
autonomous smart store industry, including transactions on our partners’ platforms. Additionally, operators of these 
autonomous stores may be negatively impacted by general economic conditions, supply chain issues, labor 
shortages, inflation, or other macroeconomic factors, which could negatively impact their ability to fulfill customer 
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needs. There is also a risk that if uncertain economic conditions persist for an extended period of time or worsen, 
consumers might make long-lasting changes to their discretionary spending behavior, including shopping less 
frequently at these autonomous stores. The ability of the U.S. economy to handle this uncertainty is likely to be 
affected by many national and international factors that are beyond our control. These factors, including national, 
regional and local politics and economic conditions, continued impact of the COVID-19 pandemic, disposable 
consumer income and consumer confidence, also affect discretionary consumer spending. If any of these factors 
cause autonomous stores to cease operations or cease using our partners’ platforms, it could also significantly harm 
our financial results, for the reasons set forth elsewhere in these risk factors. Continued uncertainty in or a worsening 
of the economy, generally or in a number of our markets, and consumers' reactions to these trends could adversely 
affect our business and cause us to, among other things, reduce the number and frequency of new market openings 
or cease operations in existing markets. 
 
Moreover, inflation also increases the cost of labor and materials needed to build and operate autonomous systems. 
For example, we have observed an increase in the cost of labor for managing and maintaining autonomous systems 
in the field over the past year. However, over the longer time horizon, technological improvements continue to 
reduce the cost of our key components such as sensors, batteries, and computers. While the unit cost of labor for 
operating these systems will increase over time with inflation, autonomous technology leverages labor more 
efficiently than manual retail operations. As such, we believe labor inflation increases the cost of manual retail 
operations more than it increases the cost of operating autonomous systems. However, we believe improvements 
in automation will continue to reduce the rate of labor usage. 
 
Our autonomous smart stores are disruptive to the traditional convenience store, retail stores, pharmacies, 
lockers, and any and all distribution or sales outlets and vending industries, and important assumptions about the 
market demand, pricing, adoption rates and sales cycle for our current and future stores may be inaccurate. 
  
The market demand for and adoption of our autonomous stores is unproven, and important assumptions about the 
characteristics of targeted markets, pricing and sales cycles may be inaccurate. Although we have engaged in ongoing 
dialogue with potential customers, we have no binding commitments to purchase products and services. Existing or 
new regulatory or safety standards, or resistance by customer employees and labor unions, all of which are outside 
of our control, could cause delays or otherwise impair adoption of these new technologies, which will adversely 
affect our growth, financial position, and prospects. Given the evolving nature of the markets in which we operate, 
it is difficult to predict customer demand or adoption rates for our products or the future growth of the markets we 
expect to target. If one or more of the targeted markets experience a shift in customer or prospective customer 
demand, our products may not compete as effectively, if at all, and they may not be fully developed into commercial 
products. As a result, any projections necessarily reflect various estimates and assumptions that may not prove 
accurate and these projections could differ materially from actual results because of the risks included in this “Risk 
Factors” section, among others. If demand does not develop as expected or if we cannot accurately forecast pricing, 
adoption rates and sales cycle for our products, our business, results of operations and financial condition will be 
adversely affected. 
   
   
Our systems, products, technologies and services and related equipment may have shorter useful lives than we 
anticipate. 
  
Our growth strategy depends in part on developing systems, products, technologies and services. These reusable 
systems, products, technologies and services and systems will have a limited useful life. While we intend to design 
our products and technologies for a certain lifespan, which corresponds to a number of cycles, there can be no 
assurance as to the actual operational life of a product or that the operational life of individual components will be 
consistent with its design life. A number of factors will impact the useful lives of our products and systems, including, 
among other things, the quality of their design and construction, the durability of their component parts and 
availability of any replacement components and the occurrence of any anomaly or series of anomalies or other risks 
affecting the technology during launch and in orbit. In addition, any improvements in technology may make our 
existing products, designs or any component of our products obsolete prior to the end of their lifecycle. If our 
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systems, products, technologies and services and related equipment have shorter useful lives than we currently 
anticipate, this may lead to delays in increasing the rate of our follow on work and new business, which would have 
a material adverse effect on our business, financial condition and results of operations. In addition, we are 
continually learning, and as our engineering and manufacturing expertise and efficiency increases, we aim to 
leverage this learning to be able to manufacture our products and equipment using less of our currently installed 
equipment, which could render our existing inventory obsolete.  
  
Any acquisitions, partnerships or joint ventures that we enter into could disrupt our operations and have a 
material adverse effect on our business, financial condition and results of operations. 
  
From time to time, we may evaluate potential strategic acquisitions of businesses, including partnerships or joint 
ventures with third parties. We may not be successful in identifying acquisition, partnership or joint venture 
candidates. In addition, we may not be able to continue the operational success of such businesses or successfully 
finance or integrate any businesses that we acquire or with which we form a partnership or joint venture. We may 
have potential write-offs of acquired assets and/or an impairment of any goodwill recorded as a result of 
acquisitions. Furthermore, the integration of any acquisition may divert management’s time and resources from our 
core business and disrupt our operations or may result in conflicts with our business. Any acquisition, partnership or 
joint venture may not be successful, may reduce our cash reserves, may negatively affect our earnings and financial 
performance and, to the extent financed with the proceeds of debt, may increase our indebtedness. Further, 
depending on market conditions, investor perceptions of us and other factors, we might not be able to obtain 
financing on acceptable terms, or at all, to implement any such transaction. We cannot ensure that any acquisition, 
partnership or joint venture we make will not have a material adverse effect on our business, financial condition, 
and results of operations. 
  
As part of growing our business, we may make acquisitions. If we fail to successfully select, execute or integrate 
our acquisitions, then our business, results of operations and financial condition could be materially adversely 
affected, and our stock price could decline. 
  
Failure to successfully identify, complete, manage and integrate acquisitions could materially and adversely affect 
our business, financial condition and results of operations and could cause our stock price to decline. 
  
From time to time, we may undertake acquisitions to add new products and technologies, acquire talent, gain new 
sales channels or enter into new markets or sales territories. In addition to possible stockholder approval, we may 
need approvals and licenses from relevant government authorities for the acquisitions and to comply with any 
applicable laws and regulations, and a failure to obtain such approvals and licenses could result in delays and 
increased costs and may disrupt our business strategy. Furthermore, acquisitions and the subsequent integration of 
new assets, businesses, key personnel, customers, vendors and suppliers require significant attention from our 
management and could result in a diversion of resources from our existing business, which in turn could have an 
adverse effect on our operations. Acquired assets or businesses may not generate the financial results we expect. 
Acquisitions could result in the use of substantial amounts of cash, potentially dilutive issuances of equity securities 
and exposure to potential unknown liabilities of the acquired business. Moreover, the costs of identifying and 
consummating acquisitions may be significant. 
 

The deployment of artificial intelligence and robotics as a replacement to conventional brick and mortar stores 
may create social and ethical concerns that could indirectly affect use of our VenHub Smart Stores.  

The deployment of autonomous systems in retail can lead to significant job displacement, as robots replace human 
workers in roles such as cashiers, restockers, and customer service representatives. This can result in public backlash 
and negative media coverage, especially in regions with already high unemployment rates. To mitigate these risks, 
the Company intends to address these concerns proactively by demonstrating commitment to workforce retraining 
programs or showing how automation can create new job opportunities in other areas. 
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Autonomous stores often utilize a variety of sensors and cameras to manage inventory, track purchases, and 
enhance customer experience. This raises concerns about privacy and the extent of surveillance. Consumers may be 
wary of being monitored so closely, and any misuse of data can lead to trust issues. Ensuring transparent 
communication about data use, implementing stringent data protection measures, and adhering to privacy laws are 
essential steps to mitigate these risks. 

Robotic systems must be designed to be accessible to all customers, including those with disabilities. This includes 
physical accessibility to the store as well as the usability of automated systems. Failure to consider these factors can 
lead to exclusion and discrimination complaints, potentially resulting in legal consequences and harming the 
Company’s reputation.  Moreover, the introduction of high-tech solutions in retail can widen the socio-economic 
divide. Those with less access to technology or the internet might find themselves at a disadvantage, unable to 
benefit from the conveniences offered by autonomous stores. In addition, the use of artificial intelligence in 
customer interactions and inventory management involves decisions on how AI algorithms are developed and the 
biases they may contain. There is a risk that AI systems might make decisions that are perceived as unfair or 
discriminatory. Addressing these concerns involves investing in ethical AI development practices, including 
transparency in AI decision processes and ongoing monitoring for biased outcomes.  In all such cases, 

. 
Our management team will have broad discretion in making strategic decisions to execute their growth plans, and 
there can be no assurance that our management’s decisions will result in successful achievement of our business 
objectives or will not have unintended consequences that negatively impact our growth prospects. 
  
Our management team will have broad discretion in making strategic decisions to execute their growth plans and 
may devote time and Company resources to new or expanded solution offerings, potential acquisitions, prospective 
customers or other initiatives that do not necessarily improve our operating results or contribute to our growth. 
Management’s failure to make strategic decisions that are ultimately accretive to our growth may result in 
unfavorable returns and uncertainty about our prospects, each of which could cause the price of the common stock 
to decline. 
   
We and any manufacturing partners and suppliers may rely on complex machinery for production, which involves 
a significant degree of risk and uncertainty in terms of operational performance and costs. 
  
We, any third-party manufacturing partners and suppliers may rely on complex machinery for the production, 
assembly, repair and maintenance of our robotic systems, which will involve a significant degree of uncertainty and 
risk in terms of operational performance and costs. Our operational facilities, and those of any third-party 
manufacturing partners and suppliers, consist or are expected to consist of large-scale machinery combining many 
components. These components may suffer unexpected malfunctions from time to time and will depend on repairs 
and spare parts to resume operations, which may not be available when needed. Unexpected malfunctions of these 
components may significantly affect the intended operational efficiency. Operational performance and costs can be 
difficult to predict and are often influenced by factors outside of our or any third-party manufacturing partners’ and 
suppliers’ control, such as, but not limited to, scarcity of natural resources, environmental hazards and remediation, 
costs associated with decommissioning of machines, labor disputes and strikes, difficulty or delays in obtaining 
governmental permits, damages or defects in electronic systems, industrial accidents, fire, seismic activity and 
natural disasters. Should operational risks materialize, they may result in the personal injury to or death of workers, 
the loss of production equipment, damage to production facilities, monetary losses, delays and unanticipated 
fluctuations in production, environmental damage, administrative fines, increased insurance costs and potential 
legal liabilities, all which could have a material adverse effect on our business, prospects, financial condition and 
operating results. 
  
We may be unable to adequately control the costs associated with our operations. 
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We will require significant capital to develop and grow our business, including developing and producing our 
commercial robotic systems and other products, establishing or expanding design, research and development, 
production, operations and maintenance and service facilities and building our brand and partnerships. We have 
incurred and expect to continue incurring significant expenses which will impact our profitability, including research 
and development expenses, procurement costs, business development, operation and integration expenses as we 
build and deploy our autonomous store systems, and general and administrative expenses as we scale our 
operations, identify and commit resources to investigate new areas of demand and incur costs as a public Company. 
In addition, we may incur significant costs servicing, maintaining and refurbishing our robots, and we expect that the 
cost to repair and service our robots will increase over time as they age. Our ability to become profitable in the 
future will not only depend on our ability to complete the design and development of our autonomous store systems 
to meet projected performance metrics, identify and investigate new areas of demand and successfully market our 
autonomous store services, but also to sell, whether outright or through subscriptions, our systems at prices needed 
to achieve our expected margins and control our costs, including the risks and costs associated with operating, 
maintaining and financing our autonomous store systems. If we are unable to efficiently design, develop, 
manufacture, market, deploy, distribute and service our robots in a cost-effective manner, our margins, profitability 
and prospects would be materially and adversely affected. 
   
Our ability to manufacture products of sufficient quality on schedule in the future is uncertain, and delays in the 
design, production and launch of our products could harm our business, prospects, financial condition and 
operating results. 
  
Our future business depends in large part on our ability to execute our plans to design, develop, manufacture, 
market, deploy and service our products. We have designed our units to be assembled on site with minimal 
additional manufacturing requirements. However, we have yet to engage in full scale delivery of units.  We may 
underestimate the costs and labor associated with both pre-assembly production and the delivery of our systems 
on a large scale. 
  
We also plan to retain third-party vendors and service providers to engineer, design and test some of the critical 
systems and components of our units. While this allows us to draw from such third parties’ industry knowledge and 
expertise, there can be no assurance such systems and components will be successfully developed to our 
specifications or delivered in a timely manner to meet our program timing requirements. 
  
Laws, regulations and other legislative efforts related to climate change, environmental concerns and health and 
safety could result in increased operating costs, reduced demand for our products and services or the loss of future 
business. 
  
Concerns over environmental pollution and climate change have produced significant legislative and regulatory 
efforts on a global basis, and we believe this will continue both in scope and in the number of countries participating. 
These changes could directly increase the cost of energy, which may have an effect on the way we manufacture or 
utilize energy in our autonomous smart stores. In addition, any new regulations or laws in the environmental area 
might increase the cost of raw materials or key components we use in our autonomous smart stores. Environmental 
regulations may require us to reduce product energy usage and to participate in compulsory recovery and recycling 
of our products or components. We are unable to predict how any future changes will impact us and if such impacts 
will be material to our business. 
  
Further, climate change laws, environmental regulations, and other similar measures may have an effect on the 
operating activities of our customers, which may, in turn, reduce the demand for our products and services. To the 
extent increasing concentrations of greenhouse gases in the Earth’s atmosphere may produce climate changes that 
have significant physical effects, such as increased frequency and severity of storms, droughts, floods and other 
climatic events, such events could have a material adverse effect on the Company and potentially subject the 
Company to further regulation. 
  



33 
 

We may become subject to new or changing governmental regulations relating to the design, manufacturing, 
marketing, distribution, servicing or use of our products, including as a result of climate change, and a failure to 
comply with such regulations could lead to withdrawal or recall of our products from the market, delay our 
projected revenues, increase cost or make our business unviable if we are unable to modify our products to comply. 
 
Autonomous and robotic smart stores operate at the intersection of multiple regulatory environments, including 
retail, consumer safety, data protection, and advanced technologies involving robotics and artificial intelligence. 
Each jurisdiction may have distinct and possibly conflicting requirements, making compliance complex and 
burdensome. For example, specific licenses might be required to operate robotic equipment in public spaces, or 
there might be stringent regulations governing the sale of goods through automated systems or the collection of 
personal customer data.  These conflicting regulatory schemes may limit our ability to provide the most sophisticated 
products and slow development for future offerings.  Our initial model for deployment is to sell units and SaaS to 
our customers.  We do not, currently, intend to operate the autonomous smart stores, with the exception of two 
flagship locations in California and Nevada.  The burden of regulatory compliance will be eased by shifting liabilities 
to customers. However, this could result in fewer sales if we are unable to provide products that are not ultimately 
compliant across multiple jurisdictions and multiple layers of regulations.  
 
We may become subject to new or changing international, federal, state and local regulations, including laws relating 
to the design, manufacturing, marketing, distribution, servicing or use of our products. Such laws and regulations 
may require us to pause sales and modify our products, which could result in a material adverse effect on our 
revenues and financial condition. Such laws and regulations can also give rise to liability such as fines and penalties, 
property damage, bodily injury and cleanup costs. Capital and operating expenses needed to comply with laws and 
regulations can be significant, and violations may result in substantial fines and penalties, third-party damages, 
suspension of production or a cessation of our operations. Any failure to comply with such laws or regulations could 
lead to the withdrawal or recall of our products from the market. 
   
Climate change laws and environmental regulations could result in increased operating costs and reduced demand 
for our services. 
  
Concerns over environmental pollution and climate change have produced significant legislative and regulatory 
efforts on a global basis, and we believe this will continue both in scope and in the number of countries participating. 
These changes could directly increase the cost of energy, which may have an effect on the way we operate our 
autonomous smart stores or utilize energy to deliver our services. In addition, any new regulations or laws in the 
environmental area might increase the cost of raw materials or key components we use in our autonomous smart 
stores. Environmental regulations may require us to reduce product energy usage and to participate in compulsory 
recovery and recycling of components from our autonomous smart stores. We are unable to predict how any future 
changes will impact us and if such impacts will be material to our business. 
  
Further, climate change laws, environmental regulations and other similar measures may have an effect on the 
operating activities of our customers, which may, in turn, reduce the demand for our products and services. To the 
extent increasing concentrations of greenhouse gasses in the Earth’s atmosphere may produce climate changes that 
have significant physical effects, such as increased frequency and severity of storms, droughts, floods and other 
climatic events, such events could have a material adverse effect on the Company and potentially subject the 
Company to further regulation. 
   
We are subject to cybersecurity risks to our operational systems, security systems, infrastructure, integrated 
software in our products and data processed by us or third-party vendors. 
  
Our business and operations involve the collection, storage, processing and transmission of personal data and 
certain other sensitive and proprietary data of collaborators, customers, and others. Additionally, we maintain 
sensitive and proprietary information relating to our business, such as our own proprietary information and personal 
data relating to our employees. An increasing number of organizations have disclosed breaches of their information 
security systems and other information security incidents, some of which have involved sophisticated and highly 
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targeted attacks. We may be a target for attacks by state-sponsored actors and others designed to disrupt our 
operations or to attempt to gain access to our systems or data that is processed or maintained in our business. The 
ongoing effects of the COVID-19 pandemic have increased security risks due to personnel working remotely. 
  
We are at risk for interruptions, outages and breaches of our: (a) operational systems, including business, financial, 
accounting, product development, data processing or production processes, owned by us or our third-party vendors 
or suppliers; (b) facility security systems, owned by us or our third-party vendors or suppliers; (c) transmission 
control modules or other in-product technology, owned by us or our third-party vendors or suppliers; (d) the 
integrated software in our autonomous smart stores; or (e) customer data that we processes or that our third-party 
vendors or suppliers process on our behalf. Because techniques used to obtain unauthorized access to or to sabotage 
information systems change frequently and may not be known until launched against a target, we may be unable to 
anticipate or prevent these attacks, react in a timely manner, or implement adequate preventive measures, and may 
face delays in our detection or remediation of, or other responses to, security breaches and other privacy-and 
security-related incidents. Such incidents could: materially disrupt our operational systems; result in loss of 
intellectual property, trade secrets or other proprietary or competitively sensitive information; compromise certain 
information of customers, employees, suppliers or others; jeopardize the security of our facilities or affect the 
performance of in-product technology and the integrated software in our autonomous smart stores. Certain efforts 
may be state-sponsored or supported by significant financial and technological resources, making them even more 
difficult to detect, remediate, and otherwise respond to.  
   
We plan to include product services and functionality that utilize data connectivity to monitor performance and 
timely capture opportunities to enhance performance and for safety and cost-saving preventative maintenance. The 
availability and effectiveness of our services depend on the continued operation of information technology and 
communications systems. Our systems will be vulnerable to damage or interruption from, among others, physical 
theft, fire, terrorist attacks, natural disasters, power loss, war, telecommunications failures, viruses, denial or 
degradation of service attacks, ransomware, social engineering schemes, insider theft or misuse or other attempts 
to harm our systems. We intend to use our product services and functionality to log information about each unit’s 
use in order to aid us in diagnostics and servicing. Our customers may object to the use of this data, which may 
require us to implement new or modified data handling policies and mechanisms, increase our unit maintenance 
costs and costs associated with data processing and handling, and harm our business prospects. 
  
Although we are in the process of implementing certain systems and processes that are designed to protect our data 
and systems within our control, prevent data loss and prevent other security breaches and security incidents, these 
security measures cannot guarantee security. The IT and infrastructure used in our business may be vulnerable to 
cyberattacks or security breaches, and third parties may be able to access data, including personal data and other 
sensitive and proprietary data of us and our customers, collaborators and partners, our employees’ personal data 
or other sensitive and proprietary data, accessible through those systems. Employee error, malfeasance or other 
errors in the storage, use or transmission of any of these types of data could result in an actual or perceived privacy 
or security breach or other security incident. 
  
Moreover, there are inherent risks associated with developing, improving, expanding and updating our current 
systems, such as the disruption of our data management, procurement, production execution, finance, supply chain 
and sales and service processes. These risks may affect our ability to manage our data and inventory, procure parts 
or supplies or manufacture, deploy, and service our autonomous smart stores, adequately protect our intellectual 
property or achieve and maintain compliance with, or realize available benefits under, applicable laws, regulations 
and contracts. We cannot be sure that these systems upon which we rely, including those of our third-party vendors 
or suppliers, will be effectively implemented, maintained or expanded as planned. If we do not successfully 
implement, maintain or expand these systems as planned, our operations may be disrupted, our ability to accurately 
and timely report our financial results could be impaired, and deficiencies may arise in our internal control over 
financial reporting, which may impact our ability to certify our financial results. Moreover, our proprietary 
information or intellectual property could be compromised or misappropriated, and our reputation may be 
adversely affected. If these systems do not operate as we expect them to, we may be required to expend significant 
resources to make corrections or find alternative sources for performing these functions. 
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Any actual or perceived security breach or security incident, or any systems outages or other disruption to systems 
used in our business, could interrupt our operations, result in loss or improper access to, or acquisition or disclosure 
of, data or a loss of intellectual property protection, harm our reputation and competitive position, reduce demand 
for our products, damage our relationships with customers, partners, collaborators, or others or result in claims, 
regulatory investigations, and proceedings and significant legal, regulatory and financial exposure, and any such 
incidents or any perception that our security measures are inadequate could lead to loss of confidence in us and 
harm to our reputation, any of which could adversely affect our business, financial condition and results of 
operations. Any actual or perceived breach of privacy or security or other security incident impacting any entities 
with which we share or disclose data (including, for example, our third-party technology providers) could have similar 
effects. We expect to incur significant costs in an effort to detect and prevent privacy and security breaches and 
other privacy- and security-related incidents and may face increased costs and requirements to expend substantial 
resources in the event of an actual or perceived privacy or security breach or other incident. 
  
We are subject to evolving laws, regulations, standards, policies and contractual obligations related to data 
privacy and security laws and regulations, and our actual or perceived failure to comply with such obligations 
could harm our reputation, subject us to significant fines and liability or otherwise adversely affect our business, 
prospects, financial condition and operating results. 
  
We are subject to or affected by a number of federal, state and local laws and regulations, as well as contractual 
obligations and industry standards, that impose certain obligations and restrictions with respect to data privacy and 
security, and govern our collection, storage, retention, protection, use, processing, transmission, sharing and 
disclosure of personal information, including that of our employees, customers and others. Most jurisdictions have 
enacted laws requiring companies to notify individuals, regulatory authorities and others of security breaches 
involving certain types of data. Such laws may be inconsistent or may change, or additional laws may be adopted. In 
addition, our agreements with certain customers may require us to notify them in the event of a security breach. 
Such mandatory disclosures are costly, could lead to negative publicity, result in penalties or fines, result in litigation, 
may cause our customers to lose confidence in the effectiveness of our security measures and require us to expend 
significant capital and other resources to respond to and/or alleviate problems caused by the actual or perceived 
security breach. 
   
The global data protection landscape is rapidly evolving, and implementation standards and enforcement practices 
are likely to remain uncertain for the foreseeable future. We may not be able to monitor and react to all 
developments in a timely manner. For example, California adopted the California Consumer Privacy Act (“CCPA”), 
which became effective in January 2020. The CCPA establishes a privacy framework for covered businesses, including 
an expansive definition of personal information and data privacy rights for California residents. The CCPA includes a 
framework with potentially severe statutory damages and private rights of action. The CCPA requires covered 
businesses to provide new disclosures to California residents, provide them with new ways to opt-out of certain 
disclosures of personal information, and allow for a new cause of action for data breaches. Additionally, a new 
privacy law, the California Privacy Rights Act (“CPRA”), was approved by California voters in the November 3, 2020 
election. The CPRA creates obligations relating to consumer data beginning on January 1, 2022, with implementing 
regulations expected on or before July 1, 2022, and enforcement beginning July 1, 2023. The CPRA significantly 
modifies the CCPA, potentially resulting in further uncertainty. Some observers have noted that the CCPA could mark 
the beginning of a trend toward more stringent privacy legislation in the United States. Other states have begun to 
propose and enact similar laws. For example, Virginia has enacted the Virginia Consumer Data Protection Act, which 
provides for obligations similar to the CCPA, and which will go into effect January 1, 2023. As we expand our 
operations, the CCPA, CPRA and other laws and regulations relating to privacy and data security may increase our 
compliance costs and potential liability. Compliance with any applicable privacy and data security laws and 
regulations is a rigorous and time-intensive process, and we may be required to put in place additional mechanisms 
to comply with such laws and regulations. 
  
Additionally, as our international presence expands, we may become subject to or face increasing obligations under 
laws and regulations in countries outside the United States, many of which, such as the European Union’s General 
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Data Protection Regulation (“GDPR”) and national laws supplementing the GDPR, as well as legislation substantially 
implementing the GDPR in the United Kingdom, are significantly more stringent than those currently enforced in the 
United States. The GDPR requires companies to meet stringent requirements regarding the handling of personal 
data of individuals located in the European Economic Area (“EEA”). The GDPR also includes significant penalties for 
noncompliance, which may result in monetary penalties up to the higher of €20 million or 4% of a group’s worldwide 
turnover for the preceding financial year for the most serious violations. The United Kingdom’s version of the GDPR, 
the UK GDPR, which it maintains along with its Data Protection Act (collectively, the “UK GDPR”), also provides for 
substantial penalties that, for the most serious violations, can go up to the greater of £17.5 million or 4% of a group’s 
worldwide turnover for the preceding financial year. Many other jurisdictions globally are considering or have 
enacted legislation providing for local storage of data or otherwise imposing privacy, data protection and data 
security obligations in connection with the collection, use and other processing of personal data. 
  
We publish privacy policies and other documentation regarding our collection, processing, use and disclosure of 
personal information and/or other confidential information. Although we endeavor to comply with our published 
policies and other documentation, we may at times fail to do so or may be perceived to have failed to do so. 
Moreover, despite our efforts, we may not be successful in achieving compliance, including if our employees, 
contractors, service providers or vendors fail to comply with our published policies and documentation. Such failures 
can subject us to potential action by governmental or regulatory authorities if they are found to be deceptive, unfair 
or misrepresentative of our actual practices. We are also aware of certain media reports relating to the use of our 
robots as elements in law enforcement surveillance efforts. As a general policy, we do not share data with law 
enforcement, except in certain narrow circumstances where (1) we are required to share data when served with a 
warrant or subpoena or (2) there are insurance claims, active incident investigations or acts of armed violence or 
theft attempts involving our personnel or property. Public perception of our involvement in such surveillance 
activities could harm our reputation, and consequently, our business prospects and financial condition. Any actual 
or perceived inability of us to adequately address privacy and security concerns or comply with applicable laws, rules 
and regulations relating to privacy, data protection or data security or applicable privacy notices, could lead to 
investigations, claims and proceedings by governmental entities and private parties, damages for contract breach, 
and other significant costs, penalties and other liabilities. Any such claims or other proceedings could be expensive 
and time-consuming to defend and could result in adverse publicity. Any of the foregoing may have an adverse effect 
on our business, prospects, results of operations and financial condition. 
   
We are subject to U.S. and foreign anti-corruption and anti-money laundering laws and regulations. We can face 
criminal liability and other serious consequences for violations, which can harm our business, prospects, financial 
condition and operating results. 
  
We are subject to the U.S. Foreign Corrupt Practices Act of 1977, as amended (the “FCPA”), the U.S. domestic bribery 
statute contained in 18 U.S.C. § 201, the U.S. Travel Act, and other anti-corruption, anti-bribery and anti-money 
laundering laws in countries in which we conduct activities. Anti-corruption laws are interpreted broadly and prohibit 
companies and their employees, business partners, third-party intermediaries, representatives and agents from 
authorizing, promising, offering or providing, directly or indirectly, improper payments or anything else of value to 
government officials, political candidates, political parties or commercial partners for the purpose of obtaining or 
retaining business or securing an improper business advantage. 
   
We sometimes leverage third parties to conduct our business abroad, and our third-party business partners, 
representatives and agents may have direct or indirect interactions with officials and employees of government 
agencies or state-owned or affiliated entities. We can be held liable for the corrupt or other illegal activities of our 
employees or these third parties, even if we do not explicitly authorize or have actual knowledge of such activities. 
The FCPA and other applicable laws and regulations also require that we keep accurate books and records and 
maintain internal controls and compliance procedures designed to prevent any such actions. While we have policies 
and procedures to address compliance with such laws, there can be no assurance that all of our employees, business 
partners, third-party intermediaries, representatives and agents will not take actions in violation of our policies and 
applicable law, for which we may be ultimately held responsible. Our exposure to violating these laws increases as 
our international presence expands and as we increase sales and operations in foreign jurisdictions. 
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Any violations of the laws and regulations described above may result in whistleblower complaints, adverse media 
coverage, investigations, substantial civil and criminal fines and penalties, damages, settlements, prosecution, 
enforcement actions, imprisonment, the loss of export or import privileges, suspension or debarment from 
government contracts, tax reassessments, breach of contract and fraud litigation, reputational harm and other 
consequences, any of which could adversely affect our business, prospects, financial condition and operating results. 
In addition, responding to any investigation or action will likely result in a significant diversion of management’s 
attention and resources and significant defense costs and other professional fees. 
  
Being a public Company can be administratively burdensome and will significantly increase our legal and financial 
compliance costs. 
  
In the event that we are successful in our “going public” strategy, as a public reporting Company, we will be subject 
to the information and reporting requirements of the Securities Act, the Exchange Act and other federal securities 
laws, rules and regulations related thereto, including compliance with the Sarbanes-Oxley Act of 2002 (the 
“Sarbanes-Oxley Act”), and the Dodd-Frank Wall Street Reform and Consumer Protection Act (the “Dodd-Frank Act”). 
In addition, the listing requirements of any national securities exchange or other exchange and other applicable 
securities rules and regulations impose various requirements on public companies. Our management and other 
personnel will need to devote a substantial amount of time to these compliance initiatives. Moreover, these rules 
and regulations will significantly increase our legal and financial compliance costs and will make some activities more 
time-consuming and costly. Among other things, we are required to: 
  

• maintain and evaluate a system of internal controls over financial reporting in compliance with the 
requirements of Section 404 of the Sarbanes-Oxley Act and the related rules and regulations of the SEC 
and the Public Company Accounting Oversight Board; 

• maintain policies relating to disclosure controls and procedures; 
• prepare and distribute periodic reports in compliance with our obligations under federal securities laws; 
• institute a more comprehensive compliance function, including with respect to corporate governance; and 
• involve, to a greater degree, our outside legal counsel and accountants in the above activities. 

   
The costs of preparing and filing annual and quarterly reports, proxy statements and other information with the SEC 
and furnishing audited reports to stockholders is expensive and much greater than that of a privately-held Company, 
and compliance with these rules and regulations will require us to hire additional financial reporting, internal 
controls and other finance personnel, and will involve a material increase in regulatory, legal and accounting 
expenses and the attention of our board of directors and management. In addition, being a public Company makes 
it more expensive for us to obtain director and officer liability insurance. In the future, we may be required to accept 
reduced coverage or incur substantially higher costs to obtain this coverage. These factors could also make it more 
difficult for us to attract and retain qualified executives and members of our board of directors. 
  
Although the JOBS Act may for a limited period of time somewhat lessen the cost of complying with these additional 
regulatory and other requirements, we nonetheless expect a substantial increase in legal, accounting, insurance and 
certain other expenses in the future, which will negatively impact our business, results of operations and financial 
condition. 
  
Our management as a group has limited experience in operating a publicly traded Company. 
  
Our management team may not successfully or effectively manage operating as a public Company subject to 
significant regulatory oversight and reporting obligations under U.S. securities laws. Our executive officers as a group 
have limited experience in the management of a publicly traded Company. Their limited experience in dealing with 
the increasingly complex laws pertaining to public companies could be a significant disadvantage in that it is likely 
that an increasing amount of their time may be devoted to these activities which will result in less time being devoted 
to the management and growth of our Company. We may not have adequate personnel with the appropriate level 
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of knowledge, experience and training in the accounting policies, practices or internal control over financial reporting 
required of public companies. Any failure by us to effectively and efficiently meet our obligations as a publicly traded 
Company could have a material adverse effect on our business, prospects, financial condition and operating results 
and/or result in legal liability or other negative consequences. 
 
RISKS RELATED TO OWNERSHIP OF OUR COMMON STOCK 
 

The Company’s management has broad discretion over the use of proceeds from this offering, and the failure 
of management to allocate these funds effectively could seriously harm the business. 

The Company’s management will have broad discretion as to how to disburse the proceeds derived from any 
private offering and stockholders may not agree with how the proceeds are utilized. Investors will not have the 
opportunity to evaluate the information on which management bases its decisions regarding the proceeds are 
allocated. Management may not be successful in utilizing the proceeds from any private offering in ways that 
will yield favorable operating results. 

 

Any future market price for the shares may be volatile. 
 
Upon effectiveness and approval by the Nasdaq, the market price for the resulting shares is likely to be highly 
volatile, and subject to wide fluctuations in response to various factors including the following: 

1. Actual or anticipated fluctuations in the Company’s quarterly operating results and revisions to 
expected results; 

2. Changes in financial estimates by securities research analysts; 
3. Conditions in the U.S. financial markets 
4. Changes to international, federal, state or local regulations related to artificial intelligence, automated 

retail technology, digital payment systems, personal data protection, and robotics. 
5. Changes in the economic performance or market valuations of companies specializing in comparable 

companies having securities traded on a national exchange; 
6. Announcements by the Company or its competitors of new services, strategic relationships, joint 

ventures or capital commitments; 
7. Addition or departure of key personnel; 
8. Litigation related to any assets or intellectual property; and 
9. Sales or perceived potential sales of the shares. 

 

In addition, securities markets have from time to time, and to a greater degree since 2007, experienced 
significant price and volume fluctuations that bear no relation to the operating performance of particular 
companies. These market fluctuations may also have a materially adverse effect on the market price of the 
Company’s common shares. Furthermore, in the past, following periods of volatility in the market price of a 
public Company’s securities, investors have frequently instituted securities class action litigation against that 
Company. Litigation of this kind could result in substantial costs and a diversion of management’s attention and 
resources. 

  
Following any offering or business combination, our principal stockholders will continue to own a significant 
percentage of our stock and be able to exert significant control or significant influence over matters subject to 
stockholder approval. 
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Following this offering, our executive officers, directors, and greater than 5% stockholders, in the aggregate, will 
continue to own a significant portion of our outstanding common stock. As a result, such persons or their appointees 
to our board of directors, acting together, will have the ability to significantly influence all matters submitted to our 
board of directors or stockholders for approval, including the appointment of our management, the election and 
removal of directors and the approval of any significant transaction, as well as our management and business affairs. 
In addition, certain of our existing principal stockholders have indicated an interest in purchasing up to an aggregate 
of approximately $4.5 million in shares of our common stock in this offering at the public offering price. If such 
principal stockholders were to purchase all of the shares, they have indicated an interest in purchasing in this 
offering, the ability of such persons, acting together, to control or significantly influence such matters will increase. 
This concentration of ownership may also have the effect of delaying or preventing a change of control of our 
Company or discouraging others from making tender offers for shares of our common stock, which could prevent 
our stockholders from receiving a premium for their shares. The interests of our principal stockholders may not 
always coincide with the interests of other stockholders, and they may act in a manner that advances their best 
interests and not necessarily those of other stockholders, including seeking a premium value for their common stock. 
   
If securities or industry analysts do not publish research or publish unfavorable or inaccurate research about our 
business, our stock price and trading volume could decline. 
  
The trading market for our common stock will depend in part on the research and reports that securities or industry 
analysts publish about us or our business, as well as the way analysts and investors interpret our financial 
information and other disclosures. Securities and industry analysts do not currently, and may never, publish research 
on our business. If few, or no, securities or industry analysts commence coverage of us, our stock price could be 
negatively affected. If securities or industry analysts downgrade our common stock, or publish negative reports 
about our business, our stock price would likely decline. If one or more of these analysts cease coverage of us or fail 
to publish reports on us regularly, demand for our common stock could decrease, which might cause our stock price 
to decline and could decrease the trading volume of our common stock. 
  
FINRA sales practice requirements may limit a stockholder’s ability to buy and sell our common stock. 
  
The Financial Industry Regulatory Authority, or FINRA, has adopted rules requiring that, in recommending an 
investment to a customer, a broker-dealer must have reasonable grounds for believing that the investment is 
suitable for that customer. Prior to recommending speculative or low-priced securities to their non-institutional 
customers, broker-dealers must make reasonable efforts to obtain information about the customer’s financial 
status, tax status, investment objectives and other information. Under interpretations of these rules, FINRA has 
indicated its belief that there is a high probability that speculative or low-priced securities will not be suitable for at 
least some customers. If these FINRA requirements are applicable to us or our securities, they may make it more 
difficult for broker-dealers to recommend that at least some of their customers buy our common stock, which may 
limit the ability of our stockholders to buy and sell our common stock and could have an adverse effect on the market 
for and price of our common stock. 
   
We currently have no requirements to make any reports to the Securities and Exchange Commission.   
 
Although we intend to have our securities traded on a national exchange and to submit periodic reports as required 
by the Securities Exchange Act of 1944, until such time, we have no obligations to make any reports, including 
quarterly reports, annual reports, or current reports in accordance with SEC compliance.  As a Wyoming corporation, 
we are limited in our requirements to provide any books and records to current shareholders unless solely in 
compliance with Wyoming law. 
  
General Risk Factors 
  
We may face risks related to securities litigation that could result in significant legal expenses and settlement or 
damage awards. 
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We may in the future become subject to claims and litigation alleging violations of the securities laws or other related 
claims, which could harm our business and require us to incur significant costs. Significant litigation costs could 
impact our ability to comply with certain financial covenants under our credit agreement. We are generally obliged, 
to the extent permitted by law, to indemnify our current and former directors and officers who are named as 
defendants in these types of lawsuits. Regardless of the outcome, litigation may require significant attention from 
management and could result in significant legal expenses, settlement costs or damage awards that could have a 
material impact on our business, results of operation and financial condition. 
  
We do not intend to pay dividends for the foreseeable future and, as a result, your ability to achieve a return on 
your investment will depend on appreciation in the price of our common stock. 
  
We have never declared or paid any cash dividends on our capital stock, and we do not intend to pay any cash 
dividends in the foreseeable future. Any determination to pay dividends in the future will be at the discretion of our 
board of directors. Accordingly, investors must rely on sales of their common stock after price appreciation, which 
may never occur, as the only way to realize any future gains on their investments. 
   
We are and may continue to be significantly impacted by the worldwide economic downturn due to pandemics, 
outbreaks of other contagious diseases and other catastrophic events. 
  
The extent to which any catastrophic event affects our business and financial results will depend on future 
developments, including the duration of such event and the global response to it, its impact on capital and financial 
markets, its impact on global supply chains, and whether the impacts may result in temporary or permanent changes 
in consumer behavior among others, which are highly uncertain and cannot be predicted. 
  
In addition, we cannot predict the impact any future pandemic, outbreak of other contagious diseases or other 
catastrophic events will have on our business partners and third-party merchants and suppliers, and we may be 
adversely impacted as a result of the adverse impact our business partners and third-party merchants and suppliers 
suffer. For example, if we are unable to maintain our automated systems due to technical issues, we may not be 
able to operate our automated smart stores as planned and scale our business. This impact would mean we’d need 
to raise additional capital in order to cover our operating expenses and meet our revenue targets. To the extent a 
pandemic or other catastrophic event adversely affects our business and financial results, it may also have the effect 
of heightening many of the other risks described in this “Risk Factors” section. Any of the foregoing factors, or other 
cascading effects of the pandemic that are not currently foreseeable, could adversely impact our business, financial 
performance and condition and results of operations. 
 
DIRECTORS, EXECUTIVE OFFICERS, AND EMPLOYEES  
 
This table shows the principal people on the Company’s team: 

Name Position Date Assumed Office Approx. hours per week 
(if not full time) 

Executive Officers: 
Shahan Ohanessian CEO February 2, 2023 Full Time 

Shoushana 
Ohanessian  

President February 2, 2023 Full Time 
 

Andres Munoz COO  February 10, 2023 Full Time 
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Matt Hidalgo CFO October 6, 2023 Full Time 

Significant Employees: 

Lance Brinker  Senior Vice President of 
Supply Chain and Logistics 
Operations 

March 1, 2023 
 

Full Time 

Directors: 
Shoushana 
Ohanessian 

Chairwoman of the Board February 2, 2023 Full Time 

Shahan Ohanessian Director February 2, 2023 Full Time 
Board of Advisors: 
Marc J. Ross Advisor February 2, 2023  
Andres Munoz Advisor February 10, 2023  
Lance Brinker Advisor March 1, 2023  
David Ojeda Advisor March 2, 2023  
Seth Farbman Advisor July 28, 2023  
Nader Kabbini Advisor April 7, 2024  
Jeffrey Rubin  Advisor April 11, 2024  

 
 
Shahan Ohanessian, CEO of VenHub Global, , Inc. and Board of Director 
Shahan Ohanessian is a business leader with a passion for innovation and a track record in the logistics, insurance, 
and blockchain industries. He has been CEO and co-founder of several companies. 
  
From 2012 to 2019, Shahan served as the CEO of ABT Holdings, Inc., later changing its name to Scoobeez, Inc. that 
partnered with companies such as Amazon logistics, UBER Eats, Eat24, and GrubHub. While serving as CEO, the 
Company grew in size, with a team of 4,000 employees and generating over $200 million in revenue. He was 
instrumental in introducing technologies and processes that streamlined operations and increased efficiency. That 
Company wound up operations in April 2019, and filed for Chapter 11 bankruptcy protection.  
  
Before that, Shahan was the CEO and co-founder of Insurance Services Network Inc., an online property claims 
management systems with operations around the world. The Company delivered services to clients and strived to 
set new standards in the insurance industry. In just 4 years, the startup's sales grew to over $80 million a year. 
  
From 2017 to 2022, Shahan was the CEO of Serve Limited, one of the first blockchain companies that used 
blockchain for delivery management and logistics innovations for drivers, consumers, and merchants of all sizes. 
He played a crucial role in the growth and development of the Company, helping it become one of the leading 
players in the blockchain sector. In 2022, Serve Limited wound-up operations, and the token that was issued for 
Serve Limited is no longer on the market. 
 
In 2019, Shahan faced two judgments in the state of New York totaling $1.8 million. These judgments were the 
outcome of Shahan providing a personal guarantee for loans given to various corporations. As of the date of this 
filing, these judgments remain unpaid and unresolved. 
  
Shahan attended University of Southern California for a degree in computer science. 
 
Shoushana “Suzy” Ohanessian, President and Chairwoman of the Board of Directors 
Shoushana "Suzy" Ohanessian has over a decade of experience in the logistics and operations industry.  
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Suzy's expertise in operations was demonstrated during her tenure as President of Operations for ABT Holdings, 
Inc., later changing its name to Scoobeez, Inc., where she oversaw the successful delivery of over 100 million 
shipments and led a team of 2,000 drivers while improving operational efficiency and streamlining processes. She 
has also worked with some of the biggest names in on-demand delivery such as Amazon Logistics, Uber Eats, 
GrubHub, and more. That Company wound up operations in 2019 and filed for Chapter 11 bankruptcy protection. 
  
Suzy's experience in the field was further honed by being appointed President at Serve Limited, a blockchain 
company specializing in delivery management and logistics innovation. Her dynamic leadership skills and 
innovative thinking have contributed to the Company's continued growth and success. In 2022, Serve Limited 
wound-up operations, and the token that was issued for Serve Limited, is no longer on the market. 
 
Andres Munoz, Chief Operating Officer   
Andres Munoz is an operation professional with a diverse background and experience in the fields of logistics, 
deliveries, robotics, and management.  
 
In 2016 Andres began his career as a Station Dispatch Manager at Scoobeez Logistics - hiring, scheduling and 
managing up to 100 associates while improving metrics across the board. Within two months he was recognized 
for his success and was promoted to the Area Manager for the Southern California District where he was 
responsible for managing 5 facilities and over 500 delivery associates. Andres was able to coach and train the 
Station Managers with his new policies and procedures to help improve metrics and reduce overtime. Continuing 
to accelerate in his career path Andres in 2017 became Regional Manager of the East Coast Managing 12 facilities 
and over 1500 Associates while also joining the expansion team where he and 2 other leadership members went to 
launch a new facility.  
 
In 2018 Andres grew in the ranks as the Operations Manager and managed a team of over 2,000 logistics drivers 
nationwide. He grew his skillset in delivering services to major companies such as Amazon, GrubHub, Uber Eats 
and several large pharmaceutical companies. 
  
Matt Hidalgo, Chief Financial Officer 

Matt Hidalgo brings over 20 years of experience in accounting, operations, corporate finance, restructuring, SEC 
compliance, and acquisition integration. He has held various senior financial roles for both public and private 
companies, including serving as Chief Financial Officer for several portfolio companies. In these roles, Mr. Hidalgo 
has been responsible for overseeing financial operations, managing audits, ensuring regulatory compliance, and 
leading efforts to optimize financial performance and operational efficiency. 

Before joining VenHub, Mr. Hidalgo held key positions at WPCS International Incorporated, where he served as 
Controller and Operations Manager for its largest subsidiary. In this capacity, he managed all financial reporting and 
operational functions, playing a critical role in driving subsidiary performance. Prior to this role, he oversaw 
accounting functions for several Australian subsidiaries, providing strategic financial oversight and ensuring 
compliance with international accounting standards. 

Mr. Hidalgo began his career at PricewaterhouseCoopers LLP, where he worked as an accountant focusing on 
financial statement preparation and partnership allocations for hedge funds and private equity firms. His expertise 
in financial analysis and accounting was honed through years of experience managing complex financial reporting 
and SEC compliance for public companies. 

Mr. Hidalgo holds a Bachelor of Science degree in Accounting from Pennsylvania State University. 

 
Board of Advisors 
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The Company has assembled a Board of Advisors to provide guidance to the Company’s management regarding 
various aspects of the business, partnerships, and long-term planning. While two of the advisors are also employed 
with the Company, their roles as advisors are separate from their day-to-day roles.  
 
Independent Contractors 
 
As the Company expands its activities, it has also begun utilizing independent contractors for additional support. 
For example, on October 6, 2023, the Company entered into an agreement with a financial consultant to provide 
services to the Company’s management related to financial planning and analysis, budgetary controls, financial 
reporting, and cash flow management. The company has  over 20 independent contractors as of December 31, 
2024. 
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OWNERSHIP AND CAPITAL STRUCTURE 
 
Ownership 
 
The following table shows who owns more than 20% of Company’s voting securities as of December 31, 2024, prior 
to the commencement of this offering under Regulation Crowdfunding: 
 

Name of Beneficial 
owner 

Amount and class of securities 
held 

Percent of voting power prior to the 
Offering 

SSO, LLC* 20,000,000 - Common Stock 
100,000 - Preferred Class A 

70.91% of Common Stock 
100% of Preferred Class A 

 
* SSO, LLC is wholly owned by Shahan and Shoushana Ohanessian. 
 
The following table describes our capital structure as of December 31, 2024, which includes shares issued in this 
offering under Regulation Crowdfunding: 
 

Class of Equity Authorized Limit Issued and Outstanding Committed, Not issued Available 
Common Stock 100,000,000 26,500,959 0 73,499,041 
Preferred Class A 100,000 100,000 0 0 
Preferred Class B 20,000,000 593,742 0 19,406,258 
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USE OF PROCEEDS 
 
The Company anticipates using the proceeds from this offering in the following manner: 
 

 
Purpose or Use of Funds 

Allocation After Offering Expenses 
for a $10,000 Raise 

Allocation After Offering Expense 
for a $4,351,553.08 Raise 

Offering Costs, Campaign 
Marketing Expenses, and Related 
Reimbursement 

$2,125 $425,000 

Research and Development $7,875 $3,926,553.08 
 
The identified uses of proceeds are subject to change at the sole direction of the officers and directors based on 
the business needs of the Company. 
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FINANCIAL DISCUSSION 
 
Financial statements 
 
Our financial statements can be found included as an exhibit to the Form C of which this Offering Memorandum 
forms a part. The financial statements were audited by Rosenberg Rich Baker Berman, P.A. The following 
discussion should be read in conjunction with our audited financial statements and the related notes included in 
this Offering Memorandum.  
 
Overview 
 

VenHub Global, Inc. is a fully autonomous and robotic-operated store that utilizes advanced technologies such as 
artificial intelligence (AI) and smart inventory management systems to offer a seamless shopping experience for 
customers. The Company intends VenHub technology to combine the convenience of a store with the efficiency of 
robotics. This will be achieved by providing customers with a unique shopping experience that will be fully 
autonomous and that operates 24/7. The Company believes that with its use of advanced sensors, artificial 
intelligence, and robotics, VenHub is designed to ensure that customers will always have access to products with a 
few taps on their smartphones. From scanning and purchasing products to bagging and delivering them, VenHub’s 
robots will be able to take care of everything in a seamless and efficient manner. The store’s artificial intelligence 
algorithm will be able to keep track of customer preferences, allowing it to tailor its offering to meet individual 
customer’s tastes and preferences.  

By eliminating the need for employees, VenHub offers store owners labor cost savings, paving the way for 
potential increased profits. Leveraging sensors, artificial intelligence, and robotics, VenHub promises a shopping 
adventure that is not only seamless but also deeply personal. With a tap of a smartphone, and let VenHub's robots 
whisk you through a journey, from scanning and purchasing products to bagging and delivering them with planned 
precision.  

The VenHub was first displayed publicly on October 25, 2023 in Pasadena at the unveiling of its Alpha Smart Store 
with approximately 150 attendees.  

At the core of VenHub will be an intelligent algorithm that understands your unique preferences, by tracking 
customer tastes and curating a selection that caters specifically to the customer.  

VenHub aims to revolutionize the way people shop for their daily necessities, its vision is to create a world where 
shopping is effortless, convenient and accessible. 

As of December 31, 2024, the Company has over 1,200 preorders from potential customers. The Company started 
fulfilling its orders in the first quarter of 2025, opening its first store in North Hollywood, CA in January and second 
store in Montrose, CA.   
 
Results of Operations 
 
Following the receipt of funds from its campaigns under Regulation Crowdfunding, the Company began increasing 
its spending associated with advertising of the Regulation Crowdfunding offering, accumulating $771,864 in 
advertising expenses over the course of 2024. In addition, the Company utilized proceeds for additional 
development of its VenHub product, including demonstrations, payments to contractors, and professional fees for 
protection of its intellectual property, resulting in general and administrative expenses of $6,888,041.  We incurred 
$4,515,182 in stock-based compensation to contractors for services rendered which is a non-cash charge to 
operating expenses. We also incurred $875,975 in research and development of our alpha unit. The Company’s 
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accounting policy is to expense research and development costs when incurred.  
 
These expenses were the primary component of the Company’s spending in 2024, resulting in a net loss of 
$9,392,702. 
 
Liquidity and Capital Resources 
 
As of December 31, 2024, the Company’s cash on hand was $1,352,892. The Company’s operations to date have 
been funded to date by contributions from its shareholder, SSO, LLC, sales of securities pursuant to Regulation 
Crowdfunding and convertible note purchase agreements. During 2024, the company received proceeds from the 
sale of its Series B Preferred Stock in the amount of $1,538,647. 
 
During 2024, based on the success of its demonstrations and other outreach efforts, the Company secured 
deposits on the purchase of VenHub Smart Stores from prospective customers in the amount of $137,895. This 
amount is recorded as a liability of the Company until it is able to deliver its products, at which time it will be 
recorded as revenue. 
 
As of December 31, 2024, the Chief Executive Officer had $802,083, the President $791,383 and the Chief Financial 
Officer $85,000, respectively, in accrued compensation that they have voluntarily deferred until future periods. 
Payments of $40,700, $130,000 and $35,000 were made to each respectively during the year ended December 31, 
2024. The Company believes it will require additional funding to develop the VenHub to the point it is ready for 
commercial sales. In addition to the offering under Regulation Crowdfunding, the Company believes it may rely on 
additional contributions and loans from its controlling shareholder, SSO, LLC. 
 
Plan of Operations and Milestones  
 
We have established the following milestones in our plan of operations: 
 

● VenHub has currently developed the initial schematics, software programming, assembled its team, and 
conducted the initial tests of its concept at its offices. 

● In the next 18 months, we would like to have our Mega Centers open to begin fulfilling preorders and 
start mass production. 

● Additionally, in the 36 months after the conclusion of our crowdfunding campaign, we want to have 
hundreds of stores open and producing revenue. 

 
Indebtedness 
 
The Company entered into a series of convertible notes during the year ended December 31, 2024. Refer to Note 
10 of the financial statements for further information. 

 
Trends  
 
The Company has received interest in its products, with over 1,200 non-binding pre-orders for VenHub Smart 
Stores, and has $137,895 of deferred revenue, which will be recognized as earned revenue on the income 
statement as the good or service is delivered to the customer. These pre-orders are non-binding and may not 
result in actual sales when the Company intends to have commercial units available in late 2024  
 
DILUTION 
 
Investors should understand the potential for dilution. The investor’s stake in a company could be diluted due to 
the Company issuing additional shares. In other words, when the Company issues more shares, the percentage of 
the Company that you own will go down, even though the value of the Company may go up. You will own a smaller 
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piece of a larger company. This increase in number of shares outstanding could result from a stock offering (such 
as an initial public offering, another crowdfunding round, a venture capital round, angel investment), employees 
exercising stock options, or by conversion of certain instruments (e.g., convertible bonds, preferred shares or 
warrants) into stock. 
 
If the Company decides to issue more shares, an investor could experience value dilution, with each share being 
worth less than before, and control dilution, with the total percentage an investor owns being less than before. 
There may also be earnings dilution, with a reduction in the amount earned per share (though this typically occurs 
only if the Company offers dividends, and most early-stage companies are unlikely to offer dividends, preferring to 
invest any earnings into the Company).  
 
The type of dilution that hurts early-stage investors most occurs when the Company sells more shares in a “down 
round,” meaning at a lower valuation than in earlier offerings. An example of how this might occur is as follows 
(numbers are for illustrative purposes only):  
 

● In June 2020 Jane invests $20,000 for shares that represent 2% of a company valued at $1 million. 
● In December the Company is doing very well and sells $5 million in shares to venture capitalists on a 

valuation (before the new investment) of $10 million. Jane now owns only 1.3% of the Company but her 
stake is worth $200,000. 

● In June 2021 the Company has run into serious problems and in order to stay afloat it raises $1 million at a 
valuation of only $2 million (the “down round”). Jane now owns only 0.89% of the Company and her stake 
is worth only $26,660. 

 
This type of dilution might also happen upon conversion of convertible notes into shares. Typically, the terms of 
convertible notes issued by early-stage companies provide that in the event of another round of financing, the 
holders of the convertible notes get to convert their notes into equity at a “discount” to the price paid by the new 
investors, i.e., they get more shares than the new investors would for the same price. Additionally, convertible 
notes may have a “price cap” on the conversion price, which effectively acts as a share price ceiling. Either way, 
the holders of the convertible notes get more shares for their money than new investors. In the event that the 
financing is a “down round” the holders of the convertible notes will dilute existing equity holders, and even more 
than the new investors do, because they get more shares for their money. Investors should pay careful attention 
to the aggregate total amount of convertible notes that the Company has issued (and may issue in the future, and 
the terms of those notes.  
 
If you are making an investment expecting to own a certain percentage of the Company or expecting each share to 
hold a certain amount of value, it’s important to realize how the value of those shares can decrease by actions 
taken by the Company. Dilution can make drastic changes to the value of each share, ownership percentage, 
voting control, and earnings per share. 
 
Valuation 
 
As discussed in “Dilution” above, the valuation of the Company will determine the amount by which the investor’s 
stake is diluted in the future. An early-stage company typically sells its shares (or grants options over its shares) to 
its founders and early employees at a very low cash cost, because they are, in effect, putting their “sweat equity” 
into the Company. When the Company seeks cash investments from outside investors, like you, the new investors 
typically pay a much larger sum for their shares than the founders or earlier investors, which means that the cash 
value of your stake is immediately diluted because each share of the same type is worth the same amount, and 
you paid more for your shares than earlier investors did for theirs. 
 
There are several ways to value a company, and none of them is perfect and all of them involve a certain amount 
of guesswork.  The same method can produce a different valuation if used by a different person. 
Liquidation Value — The amount for which the assets of the Company can be sold, minus the liabilities owed, e.g., 
the assets of a bakery include the cake mixers, ingredients, baking tins, etc.  The liabilities of a bakery include the 
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cost of rent or mortgage on the bakery.  However, this value does not reflect the potential value of a business, e.g., 
the value of the secret recipe.  The value for most startups lies in their potential, as many early-stage companies 
do not have many assets (they probably need to raise funds through a securities offering in order to purchase 
some equipment). 
 
Book Value — This is based on analysis of the Company’s financial statements, usually looking at the Company’s 
balance sheet as prepared by its accountants.  However, the balance sheet only looks at costs (i.e., what was paid 
for the asset), and does not consider whether the asset has increased in value over time. In addition, some 
intangible assets, such as patents, trademarks or trade names, are very valuable but are not usually represented at 
their market value on the balance sheet. 
 
Earnings Approach — This is based on what the investor will pay (the present value) for what the investor expects 
to obtain in the future (the future return), taking into account inflation, the lost opportunity to participate in other 
investments, the risk of not receiving the return.  However, predictions of the future are uncertain, and valuation 
of future returns is a best guess. 
 
Different methods of valuation produce a different answer as to what your investment is worth.  Typically, 
liquidation value and book value will produce a lower valuation than the earnings approach.  However, the 
earnings approach is also most likely to be risky as it is based on many assumptions about the future, while the 
liquidation value and book value are much more conservative. 
 
Future investors (including people seeking to acquire the Company) may value the Company differently.  They may 
use a different valuation method, or different assumptions about the Company’s business and its 
market.  Different valuations may mean that the value assigned to your investment changes.  It frequently happens 
that when a large institutional investor such as a venture capitalist makes an investment in a company, it values 
the Company at a lower price than the initial investors did.  If this happens, the value of the investment will go 
down. 
 
How we determined the offering price 
 
The offering price for our current offering was determined based on the following information: 
The way the Company arrived at $9.94 was by comparing our business model with similar industry business 
models. We also factored in the 5-10 year revenue projections and finally considered the market trends, consumer 
demand, and growth opportunities. 
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REGULATORY INFORMATION 
 
Disqualification 
 
Neither the Company nor any of its officers or managing members are disqualified from relying on Regulation 
Crowdfunding.  
 
Annual reports 
 
The Company has filed annual reports to date. The Company is required to file a report electronically with the SEC 
annually and post the report on its website no later than 120 days after its fiscal year end (December 31). Once 
posted, the annual report may be found on the Company’s website at https://www.venhub.com/investors. 
 
The Company must continue to comply with the ongoing reporting requirements until: 
(1) it is required to file reports under Section 13(a) or Section 15(d) of the Exchange Act; 
(2) it has filed at least one annual report pursuant to Regulation Crowdfunding and has fewer than three 
hundred holders of record and has total assets that do not exceed $10,000,000; 
(3) it has filed at least three annual reports pursuant to Regulation Crowdfunding; 
(4) it or another party repurchases all of the securities issued in reliance on Section 4(a)(6) of the Securities 
Act, including any payment in full of debt securities or any complete redemption of redeemable securities; or 
(5) it liquidates or dissolves its business in accordance with state law. 
 
Compliance failure 
 
The Company has not previously failed to comply with the requirements of Regulation Crowdfunding.  
 
SPECIAL NOTICE TO FOREIGN INVESTORS 
 
IF THE INVESTOR LIVES OUTSIDE THE UNITED STATES, IT IS THE INVESTOR’S RESPONSIBILITY TO FULLY OBSERVE 
THE LAWS OF ANY RELEVANT TERRITORY OR JURISDICTION OUTSIDE THE UNITED STATES IN CONNECTION WITH 
ANY PURCHASE OF THE SECURITIES, INCLUDING OBTAINING REQUIRED GOVERNMENTAL OR OTHER CONSENTS OR 
OBSERVING ANY OTHER REQUIRED LEGAL OR OTHER FORMALITIES. THE COMPANY RESERVES THE RIGHT TO DENY 
THE PURCHASE OF THE SECURITIES BY ANY FOREIGN INVESTOR. 
 
SPECIAL NOTICE TO CANADIAN INVESTORS 
 
IF THE INVESTOR LIVES WITHIN CANADA, IT IS THE INVESTOR’S RESPONSIBILITY TO FULLY OBSERVE THE LAWS OF 
CANADA, SPECIFICALLY WITH REGARD TO THE TRANSFER AND RESALE OF ANY SECURITIES ACQUIRED IN THIS 
OFFERING. 
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INVESTING PROCESS 
 
Information Regarding Length of Time of Offering 
 
Investment Cancellations: Investors will have up to 48 hours prior to the end of the offering period to change their 
minds and cancel their investment commitments for any reason. Once the offering period is within 48 hours of 
ending, investors will not be able to cancel for any reason, even if they make a commitment during this period, and 
investors will receive the securities from the issuer in exchange for their investment. 
 
Notifications: Investors will receive periodic notifications regarding certain events pertaining to this offering, such 
as the Company reaching its offering target, the Company making an early closing, the Company making material 
changes to its Form C, and the offering closing at its target date. 
 
Material Changes: Material changes to an offering include but are not limited to: 
A change in minimum offering amount, change in security price, change in management, etc. If an issuing company 
makes a material change to the offering terms or other information disclosed, including a change to the offering 
deadline, investors will be given five business days to reconfirm their investment commitment. If investors do not 
reconfirm, their investment will be canceled, and the funds will be returned. 
 
Rolling and Early Closings: The Company may elect to undertake rolling closings, or an early closing after it has 
received investment interests for its target offering amount. During a rolling closing, those investors whose funds 
have cleared and completed the KYC/AML process will be eligible for a rolling close. Those eligible investors will be 
provided five days’ notice prior to acceptance of their subscriptions, release of funds to the Company, and issuance 
of securities to the investors. During this time, the Company may continue soliciting investors and receiving 
additional investment commitments. Investors should note that if investors have already received their securities, 
they will not be required to reconfirm upon the filing of a material amendment to the Form C. In an early closing, 
the offering will terminate upon the new target date, which must be at least five days from the date of the notice. 
 
Investor Limitations 
 
Investors are limited in how much they can invest in all crowdfunding offerings during any 12-month period. The 
limitation on how much they can invest depends on their net worth (excluding the value of their primary 
residence) and annual income. If either their annual income or net worth is less than $124,000, then during any 12-
month period, they can invest up to the greater of either $2,500 or 5% of the greater of their annual income or net 
worth. If both their annual income and net worth are equal to or more than $124,000, then during any 12-month 
period, they can invest up to 10% of annual income or net worth, whichever is greater, but their investments 
cannot exceed $124,000. If the investor is an “accredited investor” as defined under Rule 501 of Regulation D 
under the Securities Act, as amended, no investment limits apply. 
 
Updates 
 
Information regarding updates to the offering and to subscribe can be found at: 
https://issuanceexpress.com/venhub-cf/  

 


